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The information provided in today’s briefings is for 
informational purposes only. The contents of the briefings do 
not constitute a commitment on behalf of the United States 
Government to provide any of the capabilities, systems or 
equipment presented and in no way obligates the United 
States Government to enter into any future agreements with 
regard to the same. The information presented may not be 
disseminated without the express consent of the United 
States Government.
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Joint Service Provider ‘Ecosystem’ Investments

Industry Engagement Technology Enhancement
 Future-Proofing JSP: JSP is undergoing multiple lines of effort 

to ensure the organization is not outpaced by advancing 
technology, to include an enhanced cyber posture and a zero-
trust approach to network management

 COVID-19 Challenges: JSP has so far met the challenges of 
keeping a distributed customer base connected. However 
challenges remain in ensuring this new paradigm is sustainable 
and efficient as storage/network burdens continue to increase

 Co-Creation: JSP is engaging industry on a revolving and 
active basis in the development of new value propositions 
(concepts, products and services) for JSP customers

 Industry First: JSP is cognizant of the private sector’s multi-
year lead on Federal agencies in regards to technological 
innovation. JSP is following the pathways laid by private 
industry and DISA in forging it’s path forward for IT

Cyber Security Center

Customer Service Center

Enterprise Services Center

Innovation, Integration, & 
Transition

Architecture, Configuration, 
Engineering, & Solutions

Business Resource Center

Reviewing Vulnerability/Patch Mgmt. Processes

Improving Scanning and Tracking Capabilities

Aligning Customers to Sectors and DISA Standards

Developing Metrics and Success Criteria

Upgrading Servers and Software

Mapping the JSP Network Terrain

Evaluating existing endpoint, network, and 
end-user assets, tools, and behaviors.  
Filling gaps based on assessment.

Aligning JSP Architecture to Enterprise 
Cloud Future-states and Applying Zero-trust 
Principles

Establishing sustainable workforce, 
business and life cycle management 
environments 
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Joint Service Provider ‘Ecosystem’ Improvements

Industry Engagement

Ensure
Customer-Centricity

Harden the 
Network via 
Cyber Discovery 
& Visualization

Develop Independent Metrics 
& Success Criteria

Harness 
User Entity 
Behavioral 
Analytics 

Best Practice
Tech Insight 
Gained from 

Industry

Evolve the 
Infrastructure 

by Leveraging 
an Enterprise 

Approach to IT

Improved Service Delivery via a 
Operational Command Framework

Technology Enhancement
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Acquisition Opportunities
FY21 & Beyond
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Project Title & Description Program Office RFP / Projected Award
AV/VTC BPA
Procurement vehicle for AV/VTC hardware and 
installation

DISA JSP – JP6, Customer Service Single or Multiple award
Full and Open Competition
RFQ to be released 2Q FY21
Award 4Q FY21

End User Devices Agency Catalog 
Procurement vehicle for end user devices 

DISA JSP – JP6, Customer Service Single or Multiple award
Full and Open Competition
RFQ to be released 2Q FY21
Award 4Q FY21

Classified Network Program Support 
Labor to support Classified Network as a program. 
Cleared personnel to perform tasks are required to work 
in tandem to provide service to our customers, maintain 
accreditation, coordinate service offerings with 
Intelligence Community providers, and day-to-day 
support.

DISA JSP – JP5, Engineering Single award
Small Business Set-Aside 
RFQ to be released late 1Q FY21 
Award 3Q FY21

03 Dec 20 -- 0800
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Project Title & Description Program Office RFP / Projected Award
HR Network Device Modernization
IT investment for Hampton Roads to upgrade network 
devices on unclassified and classified enterprise 
networks. 

DISA JSP – JPH, Hampton Roads Single award
Brand Name Only
RFQ to be released 2Q FY21
Award 4Q FY21

VMWare Service Provider Program
Provide federal VMWare Cloud Provider Program
support.

DISA JSP – JP6, Customer Service Single award
Brand Name Only
RFQ to be released 2Q FY21
Award 4Q FY21

Network Modernization Efforts
IT investment in Pentagon & Mark Center network 
architecture

DISA JSP – JP5 & JP3, Engineering & Enterprise 
Services

Single or Multiple award
Full and Open Competition
RFQ to be released 2Q FY21
Award 4Q FY21

03 Dec 20 -- 0800
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Project Title & Description Program Office RFP / Projected Award

Software Defined Networking (SDN) - SIPRnet
Support IT investment in JSP’s architecture, SDN –
SIPRnet, Continuation of current NIPRnet SDN efforts

DISA JSP – JP5 & JP3, Engineering & Enterprise 
Services

Single award
Full and Open Competition
RFQ to be released 2Q FY21
Award 4Q FY21

Enterprise Collaboration Services (SharePoint)
Procure IT support in order to operate, maintain, 
upgrade and enhance JSP Enterprise SharePoint, 
customer relationship management and associated 
Application Development and Knowledge Engineering 
Services.

DISA JSP – JP5,
Engineering

Single award
Full and Open Competition
RFQ to be released 3Q FY21 
Award 2Q FY22

Endpoint (End User) Modernization
Provide a full range of information technology products, 
services, solutions and customer support to the Office of 
the Secretary of Defense, the Chairman of the Joint 
Chiefs of Staff and the Joint Staff, the Director of 
Administration, the Pentagon Force Protection Agency, 
the Washington Headquarters Services Headquarters, 
Department of the Army and  various JSP supported 
agencies to meet mission and business requirements. 

DISA JSP – JP6, 
Customer Service

Single award
Small Business Set-Aside
RFQ to be released 4Q FY21
Award 2Q FY22

03 Dec 20 -- 0800
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Project Title & Description Program Office RFP / Projected Award
Physical, Personnel & Industrial Security Support 
Services 
Provide all personnel, equipment, supplies, facilities, 
transportation, tools, materials, supervision, and other 
items and non-personal services necessary to perform 
Physical, Personnel, and Industrial Security Support 
Services.

DISA JSP – JP8,
Business Resource Center

Single award
8(a) Competition
RFQ to be released 1Q FY22
Award in 3Q FY22 

Administrative Support Services
Support the DISA, JSP planning activities, including 
internal and external communications, the Manager’s 
Internal Control Program (MICP), and leadership 
support in a wide range of JSP information management 
and information technology (IT) initiatives

DISA JSP – JP8,
Business Resource Center

Single award
8(a) Competition
RFQ to be released 1Q FY22
Award in 3Q FY22

Task A – Identity Protection Management (IPM) 
Support
Provide a wide array of cybersecurity services and 
functions to assure the operational and information 
security posture for DoD Services. Tasks to include: 
malware protection, continuous monitoring, cyber 
incident handling, insider threat detection and 
monitoring, warning intelligence and attack, sensing, 
and warning (AS&W). 

DISA JSP – JP2,
Cyber Security Center

Single award
Full and Open Competition
RFQ to be released 1Q FY22 
Award in 4Q FY22 

03 Dec 20 -- 0800
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Project Title & Description Program Office RFP / Projected Award
Zero Trust Architecture
Support IT investment in JSP architecture to segment 
the network and install strict security controls to prevent 
unauthorized access to data 

DISA JSP – JP5 & JP2, Engineering & Cyber Security Single or Multiple award
Full and Open;
RFQ to be released 2Q FY21
Award 4Q FY21

03 Dec 20 -- 0800
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Contact Information

Information 
www.disa.mil

Contracting Opportunities
https://beta.sam.gov/

03 Dec 20 -- 0800

http://www.disa.mil/
https://beta.sam.gov/
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DEFENSE INFORMATION SYSTEMS AGENCY
The IT Combat Support Agency

/USDISA @USDISAwww.disa.mil


	Slide Number 1
	Slide Number 2
	Slide Number 3
	Slide Number 4
	Slide Number 5
	Slide Number 6
	Slide Number 7
	Slide Number 8
	Slide Number 9
	Slide Number 10
	Slide Number 11
	Slide Number 12

