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E.  Candidate Platform Initial Validation Procedure

Test Title: Candidate Platform Initial Validation Procedure

Candidate Platform:  



Date:  


Tester:  



Estimated Runtime:  


Start Time:  

End Time:  

Actual Runtime:  

Test Site/Organization:  



Overall Test Result (Circle One):    PASS / FAIL

Configuration Validated

Hardware Platform:  



System Software:  

Network Type:  



Printer:  

Local Devices (if any):  





Test Purpose/Scope: This Candidate Platform Initial Validation Procedure provides a set of steps to initialize a system for executing other Kernel Platform Compliance (KPC) validation procedures.

Description: This test procedure initializes a Candidate Platform using the following steps:

A. Vendor Build Kernel and Toolkit

B. Build Candidate Platform for DII COE KPC Validation Test Procedures

C. Set DNS

D. Installation of Perl

E. Installation of Netscape Web Browser

F. Backup Candidate Platform

Z. Logout

Overall Test Result:  The overall PASS/FAIL result for this test is determined as follows:  The overall test result is "PASS" if and only if all steps marked as PASS/FAIL steps in the Observed Result column, have a test step "PASS" result.

Test Step Results:  For each step with a "Circle One:  PASS/FAIL" in the Observed Result column, the tester compares the directly observed Candidate Platform behavior with the "PASS" criteria.  Unless other PASS criteria are noted in the test step, the test step result is "PASS" if and only if the Candidate Platform presents all of the behaviors and conditions described in the Expected Result column for that test step.  The test step result is "FAIL" if the Candidate Platform fails to satisfy any of the PASS criteria.

If the test step result is "PASS", the tester will circle "PASS" and note the actual behaviors and conditions presented in the Observed Result column.  If the observed result precisely matches the expected result, the Observed Result column for the step may contain the statement "as expected.”

If the test step result is "FAIL", the tester will circle "FAIL" in the Observed Result column and note the actual behaviors and conditions presented in the Observed Result column.  Additional documentation detailing the reasons for the test step failure is included in the Validation Test Report.

Note 1:  Due to the complexity of any Candidate Platform, it is impossible to completely specify all aspects of their operation in the space provided.  Many of the expected Candidate Platform behaviors for any test step are implicitly assumed based on industry practice, commercial testing or prior testing, and may not be explicitly described in the Expected Result column.  DISA reserves the right to consider implicit as well as explicit PASS/FAIL criteria which could adversely affect the ability of the Candidate Platform to satisfy DoD mission requirements when used as a component of the DII.

If implicit PASS/FAIL criteria are involved in a "FAIL" determination, the tester will circle "FAIL" in the Observed Result column and note the objectionable behavior in the Observed Result column at the point of observation during the test.  Additional documentation detailing the full rationale for the "FAIL" determination is to be included in the Validation Test Report.

Note 2:  Test steps which are "grayed out" (i.e., the entire table row is set to a gray background) are to be considered as waived by DISA for this test version only.  Grayed out test steps are not to be executed nor is observed behavior to be recorded.  These test steps may be returned to the overall test at a future date and are retained for information purposes only.  PASS/FAIL criteria identified in these test steps will not be used in the determination of the overall test result.

Note 3:  Lower case “s” in brackets [s] denotes a blank space; lower case “r” in brackets [r] denotes a carriage return; lower case “s” and “r” together in brackets [s] [r] denotes a blank space and carriage return.

Test Data/Media Required: The following segments and documentation are required to execute this test:

1. Vendor supplied source code and build procedure.

2. DII COE Kernel and Toolkit Source Code, Test Data, and Documentation CD-ROM

3. Perl Segment Version 4.2.0.0/5.6

4. Netscape Web Browser (WEBBr) Segment Version 4.0.8.0/4.73-128bit.

Setup/Equipment Required: This test requires a Candidate Platform ready to be initialized with a fresh operating system and test environment.

Required Personnel:  One (1) tester.  The tester must be familiar with POSIX/UNIX application platforms, but need not be familiar with the Defense Information Infrastructure (DII) Common Operating Environment (COE).

Change History:


03 July 2001 - Removed procedure for installing Test Data on the Candidate Platform.

End of Preamble

Start of Validation Procedure

	
	Operator Action
	Expected Result
	Observed Result

	A
	Vendor Build Kernel and Toolkit

	A.1
	Compile the Candidate Platform Source Code and Create Master and Back Up Tapes of the Kernel and Toolkit per the Vendor’s Build Procedure
	

	A.1.1
	Compile the Candidate Platform Source Code per the Vendor’s Build Procedure
	Source code compiles.
	Circle one:  PASS / FAIL



	A.2
	Create Master and Back Up Tapes of the Kernel and Toolkit
	

	A.2.1
	Create Master and Back Up Tapes of the Kernel and Toolkit per the Vendor’s Build Procedure
	Backup tapes are created.
	Circle one:  PASS / FAIL



	B
	Build Candidate Platform for DII COE KPC Validation Test Procedures

	B.1
	Install the Candidate Platform OS 
	

	B.1.1
	Install the Candidate Platform operating system per the vendor’s Installation Procedure.
	The OS is installed.
	Circle one:  PASS / FAIL



	B.2
	Install the 4.2.0.4 Kernel on the Candidate Platform
	

	B.2.1
	Install the DII COE 4.2.0.4 Kernel per the vendor’s Installation Procedure.
	The Kernel is installed.
	Circle one:  PASS / FAIL



	C
	Set DNS

	C.1
	Set the DNS parameters
	

	C.1.1
	Double-click Set DNS in the Application Manager – SysAdm window.
	The DNS Setup window appears with all text boxes and list boxes empty.
	Circle one:  PASS / FAIL



	C.1.2
	In the DNS Server IP Search Order text box, enter

204.34.175.194
	The IP address appears in the DNS Server IP Search Order text box.
	Circle one:  PASS / FAIL



	C.1.3
	In the DNS Server IP Search Order panel, click Add.
	The IP address moves down to the DNS Server IP Search Order list box.
	Circle one:  PASS / FAIL



	C.1.4
	In the Domain Suffix Search Order text box, enter 

kpc.disa.mil.
	The domain suffix appears in the Domain Suffix Search Order text box.
	Circle one:  PASS / FAIL



	C.1.5
	In the Domain Suffix Search Order panel, click Add.
	The domain suffix moves down to the Domain Suffix Search Order list box.
	Circle one:  PASS / FAIL



	C.1.6
	In the DNS Setup window, click OK.
	A Done dialogue box appears with the message:

Operation completed successfully.
	Circle one:  PASS / FAIL



	C.1.7
	Click OK.
	The dialog box disappears.
	Circle one:  PASS / FAIL



	C.2
	Verify DNS is set
	

	C.2.1
	Open a Terminal window.
	A Terminal window appears with a command line prompt.
	Setup

	C.2.2
	At the command prompt, type

nslookup

NOTE: This command is OS specific. Use the relevant command on the OS being tested and note it in the Observed Results column.
	The system returns

Default Server: kpchost.kpc.disa.mil 

Address: 204.34.175.194

The system returns the nslookup prompt, >, in the Terminal window.

NOTE: This result is OS specific. The result should indicate the Candidate Platform was able to communicate with the Validation Host.
	Circle one:  PASS / FAIL



	C.2.3
	At the nslookup prompt, type

exit
	The command prompt returns.
	Circle one:  PASS / FAIL



	C.2.4
	Close the Terminal window.
	The Terminal window disappears.
	Cleanup

	D
	Installation of Perl 

	D.1
	Install Perl segment
	

	D.1.1
	Follow the IP for PERL found in the Installation Procedures (IP) for PERL (perl) Version 4.2.0.0/5.6, Solaris 7 document.
	Perl is installed.
	Circle one:  PASS / FAIL



	E
	Installation of Netscape Web Browser

	E.1
	Install Netscape Web Browser (WEBBr) segment
	

	E.1.1
	Follow the IP for the Netscape Web Browser as outlined in the Segment Installation Procedures, Netscape Web Browser (WEBBr) Version 4.0.9.0 document. 

In section 4.2 step 2b enter kpchost.kpc.disa.mil as the web server. Accept this as the Home Page. Enter the appropriate information in step 3.
	Netscape Web Browser is installed.
	Circle one:  PASS / FAIL



	F
	Backup Candidate Platform

	F.1
	Create a Candidate Platform backup tape
	

	F.1.1
	Create a Candidate Platform backup tape per vendor’s Installation Procedure.
	A backup tape is created.
	Circle one:  PASS / FAIL



	F.2
	Restore the Candidate Platform from backup tape
	

	F.2.1
	Restore the Candidate Platform from backup tape per vendor’s Installation Procedure.
	The Candidate Platform is restored.
	Circle one:  PASS / FAIL



	Z
	Logout

	Z.1
	Verify sysadmin Logout
	

	Z.1.1
	Log into the Candidate Platform as sysadmin.
	The menu bar, security classification and CDE desktop appear.
	Circle one:  PASS / FAIL



	Z.1.2
	Select [EXIT] button from CDE.
	Logout confirmation window appears.
	Circle one:  PASS / FAIL



	Z.1.3
	Select [CONTINUE LOGOUT].
	System exits and the DII COE login screen appears.
	Circle one:  PASS / FAIL
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