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DISA issues certificate for Red Hat Linux Advanced Server  on an IBM X330/867412X as COE compliant 

ARLINGTON, VA, , 2003 - The Defense Information Systems Agency (DISA) announced today that Red Hat Linux Advanced Server  on an IBM X330/867412X joins the list of Common Operating Environment (COE) compliant operating systems and is the fourth vendor to successfully complete the Common Operating Environment (COE) Kernel Platform Compliance (KPC) Program. 

Red Hat Linux Advanced Server  running on an IBM X330/867412X successfully met the criteria and completed the compliance process set forth in the COE Kernel Platform Compliance Program and was validated as a compliant COE Kernel Platform. "We are pleased to have several vendors with platforms that have successfully completed the Kernel Platform Compliance Program," said Fritz Schulz, DISA KPC Program.

The COE KPC program provides criteria and compliance testing processes for POSIX-based application platforms. "This effort is a key component of DOD's strategy to partner with industry", said one government official.

This effort required the vendor to review and port approximately 875,000 lines of code and to compile 1,500 pages of supporting documentation. Government personnel rigorously tested the COE Government-Off-The-Shelf (GOTS) software using 29 extensive validation procedures. 

Additional information about Red Hat’s successful completion of the KPC program is available on the COE KPC web site at:http://diicoe.disa.mil/coe/kpc/KPCP_VPL.htm (see "Validated Platforms"). The web site contains the certificate of validation, the Red Hat Implementation Conformance Document and Statements of Warranty, DISA and Red Hat points of contact for additional information, and the detailed description of the successfully validated platform.
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For Additional Information: Contact the DISA Public Affairs Office at (703) 607-6900 

About COE and the Kernel Platform Compliance Program

The COE is designed to provide common information technology architecture, to promote interoperability, and to establish cross-platform capabilities for the increasingly diverse Department of Defense (DOD) operations.

"Effective operation today requires us to establish instant interoperability among force components assembled on short

notice", said Brigadier General B. Skoch, U.S. Air Force, Deputy Director, Engineering and Interoperability, DISA. " The Kernel Platform Compliance program is the focus of the DISA platform strategy in support of a highly flexible Global Information Grid. Industry support to the KPC program directly contributes to meeting this commitment to the war fighter."

The Kernel Compliance Program allows DISA to validate a vendor's certification of a specific hardware/software

platform against DISA criteria for Kernel Platform compliance. These criteria include compliance with industry standards, commercial testing, and satisfaction of DISA interoperability, security, and functional requirements. 

About Red Hat Linux Advanced Server 
Red Hat Linux Advanced Server is the first Linux platform designed expressly for mission-critical enterprise computing and certified by top enterprise software vendors.  Red Hat Linux Advanced Server features an extended release cycle, enterprise-tuned kernel for greater computing performance, improved I/O, Red Hat Cluster Manager for high availability computing needs, and Red Hat Network Enterprise Service for simplified management of multiple systems.

About DISA 

The Defense Information Systems Agency (DISA) is a Department of Defense (DOD) combat support agency under the

direction, authority and control of the Assistant Secretary of Defense for Command, Control, Communications and

Intelligence (ASD [C3I]). It is the central manager of major portions of the Global Information Grid (GIG). The GIG will integrate critical war fighter mission and logistic support into a single information sphere that is interoperable and secure.

The Agency is responsible for providing a seamless web of communications networks, computers, software, databases, applications and other capabilities that meet the information processing and transport needs of DOD users in peace and all crises, conflict, humanitarian support and wartime roles.

DISA's main objective is to anticipate and respond to war fighter requirements by providing them with seamless, end-to-end, innovative and integrated information services, which provide a fused picture of the battle space. It is

responsible for: planning, developing and supporting command, control, communications, computers and intelligence (C4I) and information systems that serve the needs of the National Command Authorities (NCA) under all conditions of peace and war. It provides guidance and support on technical and operational C3 and information systems issues and coordinates DOD planning and policy for the integration of C4I systems and the insertion of C4I for the Warrior (C4IFTW) leading edge technologies into the DII.

DISA ensures the interoperability and integration of C4I systems such as the Global Command and Control System

(GCCS), Global Combat Support System (GCSS), Defense Information System Network (DISN), Defense Message

System (DMS), theater and tactical command and control systems, Allied C4 systems and those national and international commercial systems that affect the DISA mission.

The Defense Information Systems Agency is transforming the way Department of Defense users move, share, and use information. All DOD personnel need information whether they maintain or fly aircraft, operate a periscope, move a platoon, perform surgery, process transactions, or any of hundreds of other jobs supporting our country's defense. DISA is integrating hardware and software and constructing a common operating environment to sustain war fighters need for information anytime, anywhere.

DISA is also helping protect against, detect and react to threats to both its information infrastructure and information sources. 

About Red Hat

Red Hat is the world’s premier open source and Linux provider.  Red Hat is headquartered in Raleigh, N.C. and has offices worldwide.  Please visit Red Hat on the Web at http://www.redhat.com
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