Validation Procedure for DII COE Kernel Platform Compliance: Network

Test Title:  DII COE Network Validation Procedure


Candidate Platform: 







Date: _____________________________________
Tester:  








Estimated Runtime: 45 minutes



Start Time:  _______________
 End Time:  ______________
Actual Runtime: ​​​​​​​​​​​​​​​​​____________________________
Test Site/Organization: 






Overall Test Result:  Circle One:  PASS / FAIL
Configuration Validated:

Hardware Platform: 







System Software: 






Network Type: 







Printer:__________________________________________
Local Devices (if any): 















Test Purpose/Scope:
 Demonstrates basic network-related Candidate Platform functions.
Description:  The test will step through the major menu items associated with basic network management functions.  This will involve verifying that icons and windows follow appearance and behavior guidelines.  Several steps modify network configuration (e.g. machine name, IP address, aliases, etc.) and verify correct operation by independent means.  These exercises provide verification of basic network functions.
These test procedures exercise the following basic functionality, with the relevant test steps identified in parenthesis:

- Login (A), and Logout (Z)


- Edit Local Host (B)


- Invalid Entry and Cancellation Tests (C)

- Hosts Addition, Deletion, and Alias Management (D)


- Configure DNS (E)


- Change Machine ID (F)


- Verify Functionality (G)


- Change Machine ID Network Testing with DNS not Configured (H)

- Change Machine ID Network Testing with DNS Configured (I)


- Set System Time (J), and Verify Entries (K)


- Set Routes and Invalid Entries (L)


- Detailed Functionality (M)


- Set DNS, Cancellation, and Incorrect Entries Tests (N)

- Configure DNS Functionality (O)


- Establish that the Candidate Platform can serve as a NIS Master Server (P)


- Remove the NIS Master from the Validation Host (Q)


- Remove the NIS Client from the Candidate Platform (R)


- Establish Candidate Platform as a NIS Master (S)


- Remove the NIS Master from the Candidate Platform (T)


- Re-establish the Validation Host as the NIS Master (U)


- Establish that the Candidate Platform can serve as a NIS Client.  Initialize NIS (V)

- Remove NIS (W)


- NIS Error Checking & Re-initialization (X)

Overall Test Result:  The overall PASS/FAIL result for this test is determined as follows:  The overall test result is "PASS" if and only if all steps marked as PASS/FAIL steps in the Observed Result column, have a test step "PASS" result.

Test Step Results:  For each step with a "Circle One:  PASS/FAIL" in the Observed Result column, the tester compares the directly observed Candidate Platform behavior with the "PASS" criteria.  Unless other PASS criteria are noted in the test step, the test step result is "PASS" if and only if the Candidate Platform presents all of the behaviors and conditions described in the Expected Result column for that test step.  The test step result if "FAIL" if the Candidate Platform fails to satisfy any of the PASS criteria.

If the test step result is "PASS", the tester will circle "PASS" and note the actual behaviors and conditions presented in the Observed Result column.  If the observed result precisely matches the expected result, the Observed Result column for the step may contain the statement "as expected."

If the test step result is "FAIL", the tester will circle "FAIL" in the Observed Result column and note the actual behaviors and conditions presented in the Observed Result column.  Additional documentation detailing the reasons for the test step failure is included in the Validation Test Report.
Note 1:  Due to the complexity of any Candidate Platform,  it is impossible to completely specify all aspects of their operation in the space provided.  Many of the expected Candidate Platform behaviors for any test step are implicitly assumed based on industry practice, commercial testing or prior testing, and may not be explicitly described in the Expected Result column.  DISA reserves the right to consider implicit as well as explicit PASS/FAIL criteria which could adversely affect the ability of the Candidate Platform to satisfy DoD mission requirements when used as a component of the DII.

If implicit PASS/FAIL criteria are involved in a "FAIL" determination, the tester will circle "FAIL" in the Observed Result column and note the objectionable behavior in the Observed Result column at the point of observation during the test.  Additional documentation detailing the full rationale for the "FAIL" determination is to be included in the Validation Test Report.

Note2:  Test steps which are "grayed out" (i.e., the entire table row is set to a gray background) are to be considered as waived by DISA for this test version only.  Grayed out test steps are not to be executed nor is observed behavior to be recorded.  These test steps may be returned to the overall test at a future date and are retained for information purposes only.  PASS/FAIL criteria identified in these test steps will not be used in the determination of the overall test result.

Note3:  The symbol “(” (inverted triangle) denotes a blank space.  The “[RETURN]” symbol denotes a carriage return.
Test Data/Media Required:
host1: (Validation Host name) __________________________
IP Address: ___________________



host2: (Candidate Platform name) _______________________
IP Address: ___________________



host3: (Network Printer name) __________________________ 
IP Address: ___________________




alias1: (an existing alias) _______________________________




router (default router) _________________________________
IP Address ___________________
Setup/Equipment Required:  Local Area Network with Domain Name Server:  To open the X-Term window -- (1) Click the Applications Manager icon;  (2) Open the DII_APPS folder; (3) Open SA_Default folder;  (4) Click the X-Term icon.
The DII COE Menus Segment must be installed prior to running this test.














Step
Operator Action
Expected Result
Observed Result

A
Login (Optional)



A.1
Power Up the Candidate Platform.
Optional:  Use if not already powered up.
The DII COE login screen will appear.
Setup

A.2
Login to sysadmin account using the default sysadmin and appropriate password combination.

Optional:  Use if not already logged in.
Menu bar, security classification and CDE will appear.
Setup

A.3
Mount the KPC directory exported from the Validation Host from an xterm window.  Type:
su - root

mount <Validation Host>:( /home1/KPC /home1/KPC

exit
A message confirms that the filesystem has been mounted.
Setup

B
Edit Local Host



B.1
Verify the window name.

From the system menu bar click on Network and click on EDIT LOCAL HOSTS.

[EDIT HOSTS] window will appear.  Window name [EDIT HOSTS] is displayed in the center of the top of the window dragbar.
Circle one:  PASS / FAIL

B.2
Verify that all columns are present:


-MACHINE NAME


-IP ADDRESS


-ALIASES

All Columns are all present. 

*   |  MACHINE NAME |  IP ADDRESS  |  ALIASES
Circle one:  PASS / FAIL

B.3
Verify that  all  buttons are present in the bottom of the window:

-ADD


-DELETE


-EDIT


-EXPORT


-CANCEL


-OK






NOTE:  A “T” in the * column indicates that the machine is a TRUSTED machine.
Buttons appear at the bottom of the window from left to right in the order specified.
[ADD] [DELETE] [EDIT] [EXPORT] [CANCEL] [OK]


Circle one:  PASS / FAIL

B.4
Verify the sorting capabilities on each column.
Click on each of the column headers  (indicated at the beginning of Step B.2)
Each header should sort each column.
Circle one:  PASS / FAIL

B.5
Verify the ADD MACHINE window

Click the [ADD] button.
The [ADD MACHINE] window appears.  Window name [ADD MACHINE] is displayed in the center of the top of the window dragbar.

Circle one:  PASS / FAIL

B.6
Verify the fields and buttons are present in the ADD MACHINE window.
Verify  all fields are present:
NEW MACHINE NAME:

NEW MACHINE ADDRESS:


The following fields are present.
NEW MACHINE NAME:<blank field appears here>
NEW MACHINE ADDRESS: <blank field appears Here>

Circle one:  PASS / FAIL

B.7
Check for the existence of the check box for TRUSTED MACHINE.
Check box for [TRUSTED MACHINE] exits.
Circle one:  PASS / FAIL

B.8
Verify the following buttons are present in the bottom of the window:


-OK


​-ALIASES


-CANCEL


Buttons appear at the bottom of the window from left to right in the order specified.
[OK][ALIASES][CANCEL]


Circle one:  PASS / FAIL

B.9
Click [CANCEL] to close ADD MACHINE window.
The [ADD MACHINE] window closes.
Circle one:  PASS / FAIL

B.10
Verify the EDIT MACHINE window.   

Ensure that host2 is highlighted before proceeding.

Click the [EDIT] button.

[EDIT MACHINE] window appears.
Circle one:  PASS / FAIL

B.11
The window name is displayed correctly.
Window name [EDIT MACHINE] is displayed in the center of the top of the window dragbar.
Circle one:  PASS / FAIL

B.12
Verify that all fields and buttons are present in the EDIT MACHINE window.

Verify the following fields are present:

- MACHINE NAME:


- MACHINE ADDRESS:


- NEW MACHINE NAME:


- NEW MACHINE ADDRESS:
The following Fields are all present.
MACHINE NAME:  <Machine selected appears here>

MACHINE ADDRESS:  <Machines IP address>

NEW MACHINE NAME:  <blank/same name

NEW MACHINE ADDRESS:<blank/same IP address>
Circle one:  PASS / FAIL

B.13
Verify that there is a TRUSTED MACHINE check box in the lower portion of the window.
TRUSTED MACHINE check box Present.
Circle one:  PASS / FAIL

B.14
Verify the following buttons are present in the bottom of the window:


-OK


-ALIASES


-CANCEL
Buttons appear at the bottom of the window from left to right in the order specified.
[OK]  [ALIASES] [CANCEL]
Circle one:  PASS / FAIL

B.15
Click [CANCEL] to continue.

Circle one:  PASS / FAIL

C
Invalid Entry and Cancellation Tests



C.1
Verify the non-acceptance of invalid hostname entries. 

From the EDIT LOCAL HOSTS window, Click the [ADD] button. 

NOTE:  Special characters are not accepted in hostname field.  Duplicate hostname not accepted for new host.
The [ADD MACHINE] window appears.
Circle one:  PASS / FAIL

C.2
Enter characters other than letters, and numbers in the ADD MACHINE window.
Observe that the system beeps and special characters are not accepted.
Circle one:  PASS / FAIL

C.3
Enter a hostname that is already in the /etc/hosts.
A [NAME EXISTS] window warns that the hostname already exists.
Circle one:  PASS / FAIL

C.4
Click [OK] to clear the NAME EXISTS window.
Add window remains.
Circle one:  PASS / FAIL

C.5
Enter a name that it will accept (host2) followed by <ENTER>. 

NOTE:  This assumes that host2 is not already in use.  Otherwise use something else.
Input is accepted and the new machine address field becomes active.
Circle one:  PASS / FAIL

C.6
Verify the non-acceptance of invalid IP address entries.  Duplicate IP address not accepted for new host.
IP addresses not accepted if format contains fewer than or more than four "decimal places".
Enter an IP address that is already being used in the /etc/hosts and click on  [OK].

Warning window appears stating that IP address is already in use.
Circle one:  PASS / FAIL

C.7
Click  [OK] to clear the warning window.
Window disappears.
Circle one:  PASS / FAIL

C.8
Enter an IP Address of 321.1.1.1.1 <enter>
Warning window appears stating that the address is in invalid format.
Circle one:  PASS / FAIL

C.9
Click [OK] to clear the INVALID ADDRESS window.
Window disappears.
Circle one:  PASS / FAIL

C.10
Enter an IP ADDRESS of 321.1.1. <ENTER>
Warning window appears stating that the address is in invalid format.
Circle one:  PASS / FAIL

C.11
Click [OK] to clear the INVALID ADDRESS window.
Window disappears.
Circle one:  PASS / FAIL

C.12
 Enter an IP address that it will accept followed by <enter>. 
Input is accepted. 
Circle one:  PASS / FAIL

C.13
Verify the non-acceptance of duplicate aliases for a host.

Click on TRUSTED machine box.
As expected.
Circle one:  PASS / FAIL

C.14
Click  [ALIASES].  Click [ADD].
The [ADD ALIAS] window appears.
Circle one:  PASS / FAIL

C.15
Type alias 1 <enter>.
Window appears warning that it is a duplicate alias.
Circle one:  PASS / FAIL

C.16
Click  [OK] to exit the ALIAS EXISTS window.
Returns to the [ADD ALIAS] window.
Circle one:  PASS / FAIL

C.17
Click [CANCEL] to exit the ADD ALIAS window.
Returns to [ALIASES] window.
Circle one:  PASS / FAIL

C.18
Click on [OK] to exit the ALIASES window.  
The [ALIASES] window disappears, leaving the [EDIT LOCAL HOSTS] window.
Circle one:  PASS / FAIL

C.19
Verify that a new host entry will not be accepted if the user cancels out of ADD MACHINE window.

Click [CANCEL] in the ADD MACHINE window. 
[ADD MACHINE] window will disappear. The canceled entry (host2) is not listed in the [EDIT HOSTS] window.
Circle one:  PASS / FAIL

D
Hosts and Alias Addition/ Deletion Management



D.1
Verify the functionality of adding a valid host.

Click [ADD].
[ADD MACHINE] window appears.
Circle one:  PASS / FAIL

D.2
Click on the NEW MACHINE NAME box and add host1.
NOTE:   host1 is an IP address that is within the allowable list of IP addresses  but is currently not in use.
System accepts input.
Circle one:  PASS / FAIL

D.3
In the NEW MACHINE ID, enter an IP address.
System accepts input.
Circle one:  PASS / FAIL

D.4
Click the TRUSTED MACHINE button.
The button is highlighted, indicating it is checked.
Circle one:  PASS / FAIL

D.5
Click [OK]. 


The [ADD MACHINE] window disappears.
Circle one:  PASS / FAIL

D.6
Verify the functionality of Adding/Deleting aliases for a host.

Highlight the machine in question and click [ADD].
The [ADD MACHINE] window appears.
Circle one:  PASS / FAIL

D.7
Click the [ALIASES] button.
The [ALIASES] window appears.
Circle one:  PASS / FAIL

D.8
Click the [ADD] button
The [ADD ALIAS] window appears.
Circle one:  PASS / FAIL

D.9
Type 'alias1' and press [RETURN].
The new alias ‘alias1’ appears in the [ALIASES] window.
Circle one:  PASS / FAIL

D.10
Click the [ADD] button.
The [ADD ALIAS] window appears.
Circle one:  PASS / FAIL

D.11
Type 'alias2' and press [RETURN].
The new alias ‘alias2’ appears in the [ALIASES] window.
Circle one:  PASS / FAIL

D.12
Highlight 'alias1’ in the aliases window and click the [DELETE] button.
‘alias1’ disappears from the alias list.
Circle one:  PASS / FAIL

D.13
Click [OK]. 
The [ALIASES] window disappears.
Circle one:  PASS / FAIL

D.14
Click [OK].
The [ADD MACHINE] window disappears.  The [EDIT LOCAL HOSTS] machine still remains.
Circle one:  PASS / FAIL

D.15
Verify the new entry was added properly and is present.
Verify that the information is displayed in the EDIT HOSTS window.

Click [OK].
System accepts input and window disappears.
Window disappears.
Circle one:  PASS / FAIL

D.16
 
From an x-term type:




more  /etc/hosts
Entry <host1> is present.


Circle one:  PASS / FAIL

D.17
From an x-term type:

more / .rhosts
Entry <host1> is listed in the /etc/hosts file.
Circle one:  PASS / FAIL

D.18
Verify that any host deletion can be canceled properly.

Add another new TRUSTED host named host3. (This assumes that host3 is not already in use.  Otherwise use something else.)

New host is added to the list in the [EDIT HOSTS] window.
Circle one:  PASS / FAIL

D.19
Highlight host3 and click [DELETE] in the [EDIT HOSTS] window
The [Delete Machine] window appears for confirmation of the host deletion.
Circle one:  PASS / FAIL

D.20
Click [NO] at the [Delete Machine] window.
Confirmation window disappears. Machine is still listed in the [EDIT HOSTS] window with no “D” next to it for deletion.
Circle one:  PASS / FAIL

D.21
Click [OK] in the [EDIT HOSTS] window.
[EDIT HOSTS] window disappears.
Circle one:  PASS / FAIL

D.22
Reselect Network>Edit Local Hosts.
Machine is still listed in the [EDIT HOSTS] window.
Circle one:  PASS / FAIL

D.23
Verify that machine can be deleted properly.

Highlight host2 and click [DELETE] in the [EDIT HOSTS] window.
The [DELETE MACHINE] window appears for confirmation of the host deletion.
Circle one:  PASS / FAIL

D.24
Click [YES] at the [DELETE MACHINE] window
Confirmation window disappears. 
Machine is marked for deletion.  
(There is a "D" in the left column under *)
Circle one:  PASS / FAIL

D.25
Click [OK] in the [EDIT HOSTS] window.
[EDIT HOSTS] window disappears.
Circle one:  PASS / FAIL

D.26
From an x-term type:


more / etc/hosts
The entry <host2> is deleted.


D.27
From an x-term type:


more / .rhosts
The entry <host2> is not listed in the /etc/hosts file.
Circle one:  PASS / FAIL

D.27
Verify that the system will not allow deletion of loghost or localhost.

Click on Network > Edit Local Host

[EDIT LOCAL HOST] window appears.

Circle one:  PASS / FAIL

D.28
Highlight ‘localhost’ in the [MACHINE NAME] column.
Localhost is selected.
Circle one:  PASS / FAIL

D.29
Click on the [DELETE] button
"Undeletable Host" message window appears.
Circle one:  PASS / FAIL

D.30
Click [OK] in the [UNDELETABLE HOST] window.
Localhost remains listed.
Circle one:  PASS / FAIL

D.31
Highlight the 'loghost' in the ALIASES column.

Loghost is selected.
Circle one:  PASS / FAIL

D.32
Click the [DELETE] button.
"Undeletable Host" message window appears.
Circle one:  PASS / FAIL

D.33
Click [OK] in the [UNDELETABLE HOST] window.
Window disappears.
Circle one:  PASS / FAIL

E
Edit Host Functionality

NOTE:  The following steps will have you perform tests without DNS configured and with DNS configured, as indicated in each step.

Circle one:  PASS / FAIL

E.1
Verify DNS is not already configured.

Select Network>Servers>Set DNS 
No DNS entries will appear in the window.
Circle one:  PASS / FAIL

E.2
Click [CANCEL] to continue.
The SETUP DNS box will disappear.
Circle one:  PASS / FAIL


NOTE:  If DNS is configured, and you see DNS entries in the window, perform the following from an xterm before continuing.:


su -root


rm  /etc/resolv.conf

exit





E.3
With DNS not configured, verify that the trusted machine status can be turned off.

Select host1 and then click the Edit button in the [EDIT HOSTS] window.

The [EDIT MACHINE] window appears.



Circle one:  PASS / FAIL

E.4
Click on the [TRUSTED MACHINE] box to turn it off.
The [TRUSTED] box is now off or empty.
Circle one:  PASS / FAIL

E.5
Click [OK ]to accept the modification in the [EDIT MACHINE] window.
The [EDIT MACHINE] window closes.
Circle one:  PASS / FAIL

E.6
Click  [OK] in the [EDIT HOSTS] window.
The [EDIT HOSTS] window closes.
Circle one:  PASS / FAIL

E.7
From an x-term, type:

 
more /.rhosts
Since host1 is no longer a trusted host, host1 is not listed in the /.rhosts file.
Circle one:  PASS / FAIL

E.8

From the system menu bar, select Network > Edit Local Hosts.

The [EDIT HOSTS] window appears.


Circle one:  PASS / FAIL

E.9
Highlight host1 and click [EDIT].
The [EDIT MACHINE] window appears.
Circle one:  PASS / FAIL

E.10
Click on the box to the right of the [NEW MACHINE NAME] and change the machine name to be host3.
The new hostname appears as host3
Circle one:  PASS / FAIL

E.11
Click on [OK] to accept the modification in the [EDIT MACHINE] window.
The [EDIT MACHINE] window closes. 
The [EDIT HOSTS] window no longer lists host1 but now shows host3.

Circle one:  PASS / FAIL

E.12
Click on [OK] in the [EDIT HOSTS] window.

The [EDIT HOSTS] window closes.
Circle one:  PASS / FAIL

E.13
From another x-term session, verify that  the IP address is now associated with host3 rather than host1.
The IP address for host1 is now associated with host3.
Circle one:  PASS / FAIL

E.14
Verify that a host’s IP address can be modified if DNS is not configured.

From the system menu bar select Network > Edit Local Hosts.

The [EDIT HOSTS] window appears.
Circle one:  PASS / FAIL

E.15
Highlight host3 and click [EDIT].
The [EDIT MACHINE] window appears
Circle one:  PASS / FAIL

E.16
Enter a different IP address in the [NEW MACHINE ADDRESS] field.
The new IP Address appears as host3.

Circle one:  PASS / FAIL

E.17
Click [OK] to accept the modification in the EDIT [MACHINE] window.


The [EDIT MACHINE] window closes. 
The [EDIT HOSTS] window shows the new IP address for host3.
Circle one:  PASS / FAIL

E.18
Click [OK] in the [EDIT HOSTS] window.
The [EDIT HOSTS] window closes.
Circle one:  PASS / FAIL

E.19
Verify that the TRUSTED machine status of host3 can be turned on when DNS is not configured.

 Select Network > Edit Local Hosts
The [EDIT HOSTS] window appears.
Circle one:  PASS / FAIL

E.20
Select host3 and click the [Edit] button in the [EDIT HOSTS] window.
The [EDIT MACHINE] window appears.
Circle one:  PASS / FAIL

E.21
Click on the [TRUSTED MACHINE] box to turn it on. 
The TRUSTED box is now on or filled.
Circle one:  PASS / FAIL

E.22
Click [OK] to accept the modification in the [EDIT MACHINE] window.
The [EDIT MACHINE] window closes.
Circle one:  PASS / FAIL

E.23
Click [OK] in the [EDIT HOSTS] window.
The [EDIT HOSTS] window closes
Circle one:  PASS / FAIL

E.24
From an x-term as root, type: 
 
su -root

more /.rhosts

exit
Since host3 is now a trusted host, host3 is listed in the /.rhosts file.
Circle one:  PASS / FAIL


NOTE:  To prepare for the following steps in which DNS IS CONFIGURED, change the machine name of host3 back to host1.



E.25
From the system menu bar, select Network > Edit Local Hosts.
The [EDIT HOSTS] window appears.
Circle one:  PASS / FAIL

E.26
Highlight host3 and click [EDIT].
The [EDIT MACHINE] window appears.
Circle one:  PASS / FAIL

E.27
Click on the box to the right of the [NEW MACHINE NAME] and change the machine name to be host1.
The new hostname appears as host3
Circle one:  PASS / FAIL

E.28
Click on [OK] to accept the modification in the [EDIT MACHINE] window.
The [EDIT MACHINE] window closes. 

The [EDIT HOSTS] window no longer lists host1 but now shows host3.
Circle one:  PASS / FAIL

E.29
Click on [OK] in the [EDIT HOSTS] window.
The [EDIT HOSTS] window closes.
Circle one:  PASS / FAIL

E.30
From another x-term session, verify that  the IP address is now associated with host1 rather than host3.
The IP address for host3 is now associated with host1.
Circle one:  PASS / FAIL

E.31
Configure DNS by selecting Network > Servers > Set DNS
A message indicating DNS is installed appears.
Circle one:  PASS / FAIL

E.32
Add the Candidate Platform as host2.

Click [ADD].
[ADD MACHINE] window appears.
Circle one:  PASS / FAIL

E.33
Click on the [NEW MACHINE NAME] box and add host2.
System accepts input.
Circle one:  PASS / FAIL

E.34
In the [NEW MACHINE ID], enter the IP address of the Candidate Platform.
System accepts input.
Circle one:  PASS / FAIL

E.35
Click the TRUSTED MACHINE button.
The button is highlighted, indicating it is checked.
Circle one:  PASS / FAIL

E.36
Click [OK]. 


The [ADD MACHINE] window disappears.
Circle one:  PASS / FAIL

E.37
Verify that hostname cannot be modified without also modifying the IP address if  DNS is configured.
From the CDE, select Network > Edit Local Hosts

The [EDIT LOCAL HOSTS] window appears.
Circle one:  PASS / FAIL

E.38
Highlight the host2 (Candidate Platform) and click [EDIT]. 
A warning window appears.
Circle one:  PASS / FAIL

E.39
Click on the box to the right of the [NEW MACHINE NAME] and change the machine name to be host3.
The EDIT MACHINE window closes.  
Circle one:  PASS / FAIL

E.40
Click [OK] to accept the modification in the EDIT MACHINE window.
The EDIT HOSTS window no longer lists host1, but now shows host3.
Circle one:  PASS / FAIL

E.41
Click on [OK] in the EDIT HOSTS window.
The EDIT HOSTS window closes.
Circle one:  PASS / FAIL

E.42
Click [YES] to continue.
The [EDIT MACHINE] window appears
Circle one:  PASS / FAIL

E.43
Enter the name of the new machine into the [NEW MACHINE NAME] space and click [OK].
The [EDIT MACHINE] window disappears.
Circle one:  PASS / FAIL

E.44
In the EDIT HOSTS window, click [OK].
A warning window appears asking, 
"Do you want to reboot the machine now?"
Circle one:  PASS / FAIL

E.45
Click [YES]. 
The machine reboots with the hostname.
Circle one:  PASS / FAIL

E.46
Repeat Step E.26-E.30, changing the name of the machine back to it’s original.
As expected.
Circle one:  PASS / FAIL

E.47
Verify changing the machine back to its original name.

From the CDE, select Network > Edit Local Hosts
The [EDIT LOCAL HOSTS] window appears.
Circle one:  PASS / FAIL

E.48
Highlight the host3 (Candidate Platform) and click [EDIT]. 
A warning window appears.


Circle one:  PASS / FAIL

E.49
Click on the box to the right of the [NEW MACHINE NAME] and change the machine name to be host2.
The EDIT MACHINE window closes.  
Circle one:  PASS / FAIL

E.50
Click [OK] to accept the modification in the EDIT MACHINE window.
The EDIT HOSTS window no longer lists host1, but now shows host3.
Circle one:  PASS / FAIL

E.51
Click on [OK] in the EDIT HOSTS window.
The EDIT HOSTS window closes.
Circle one:  PASS / FAIL

E.52
Click [YES] to continue.
The [EDIT MACHINE] window appears
Circle one:  PASS / FAIL

E.53
Enter the name of the new machine into the [NEW MACHINE NAME] space and click [OK].

The [EDIT MACHINE] window disappears.

Circle one:  PASS / FAIL

E.54
In the EDIT HOSTS window, click [OK].
A warning window appears asking, 
"Do you want to reboot the machine now?"
Circle one:  PASS / FAIL

E.55
Click [YES]. 
The machine reboots with the hostname.
Circle one:  PASS / FAIL

E.56
NOTE:  On Step D.10, the user can successfully change the machine ID even though the IP address remains the same (with DNS configured).

This is a known flaw and is currently being reported.

Circle one:  PASS / FAIL

E.57
Verify that the TRUSTED machine status can be turned off when DNS is configured.
Select host2 and then click the Edit button in the [EDIT HOSTS] window.
The [EDIT MACHINE] window appears.
Circle one:  PASS / FAIL

E.58
Click on the [TRUSTED MACHINE ] box to turn it off.
The TRUSTED box is now off or empty.
Circle one:  PASS / FAIL

E.59
Click  [OK] to accept the modification in the [EDIT MACHINE] window.
The [EDIT MACHINE] window closes.
Circle one:  PASS / FAIL

E.60
Click  [OK] in the [EDIT HOSTS] window.
The [EDIT HOSTS] window closes.
Circle one:  PASS / FAIL

E.61
Verify that the TRUSTED machine status can be turned on when DNS is configured .
Select host2 and then click the Edit button in the [EDIT HOSTS] window.
The [EDIT MACHINE] window appears.
Circle one:  PASS / FAIL

E.62
Click the TRUSTED MACHINE box to turn it on. 
The TRUSTED box is now on or filled.
Circle one:  PASS / FAIL

E.63
Click [OK] to accept the modification in the [EDIT MACHINE] window.
The [EDIT MACHINE] window closes.
Circle one:  PASS / FAIL

E.64
Click  [OK] in the [EDIT HOSTS] window.
The [EDIT HOSTS] window closes.
Circle one:  PASS / FAIL

F
Change Machine ID

NOTE: Before selecting option, verify machine is accessible to the network using ping for local and remote hosts.  Test changing machine ID on this configurations:   System without DNS set up.  If DNS is set up, perform this step to unconfigure it:  Select Network > Servers > Set DNS.  Select IP address of host2.  Click REMOVE button.  Click OK.  Click OK.  



 F.1
Verify the window name and functionality.
At the menu bar, click on Network and choose Change Machine ID.
[Change Machine ID] window will appear.  Window name (“CHANGE MACHINE ID”) is displayed in the center of the top of the window dragbar.
Circle one:  PASS / FAIL

F.2
User exits the window by double-clicking upper left corner of window
Window fully exits.
Circle one:  PASS / FAIL

F.3
Verify the fields and buttons are present in the Change Machine ID window. 

Select Network > Change Machine ID.
[Change Machine ID] window appears.
Circle one:  PASS / FAIL

F.4
Verify the following fields are present:
- MACHINE NAME

- MACHINE ADDRESS

- NEW MACHINE NAME

- NEW MACHINE ADDRESS


Fields are all present.


Circle one:  PASS / FAIL

G
Verify Functionality



G.1
Verify Machine Name and Address are correct.

 

G.2
Compare the hosts listed in the EDIT LOCAL HOSTS window with the hosts listed for the hostname in Change Machine ID.

Select the Network > Edit Local Hosts option.


The [EDIT LOCAL HOSTS] window appears with available host machine names and IP addresses.

Machine Name and Address match the parameters entered during OS installation.
Circle one:  PASS / FAIL

G.3
Select:  Network > Change Machine ID
The hostname found in the EDIT LOCAL HOSTS window  matches  the one listed in the Change Machine ID window.
Circle one:  PASS / FAIL

G.4
In the Change Machine ID window, bring up the hostname list by clicking  the button next to the NEW MACHINE NAME field.

Circle one:  PASS / FAIL

G.5
Click [CANCEL] for each window.


Both windows disappear.  
Circle one:  PASS / FAIL

G.6
Click the button next to the NEW MACHINE NAME field.

Select host3.  Press [OK] to clear the CHANGE MACHINE ID window.


Change Machine ID window appears with original machine name and address.


G.7
Click [OK] in [EXIT] window to apply changes and exit program
A pop-up window will appear with the available Machine Names.




G.8
Click [OK] to reboot machine.
Available Machine Names window will disappear and the Change Machine Id window will reappear with host3 shown and the IP address you entered for it.


G.9
Log in as sysadmin and verify that the machine ID has changed by selecting Network >Change Machine ID.
NOTE:  Be sure to write down original machine and ID number.

Window will disappear and the Reboot Machine? Window appears.

Machine reboots automatically.
Name and IP address have been changed.


G.10
Change the machine name back to its proper name and ensure the change is retained after reboot.

NOTE:  Rebooting may take a long time.
Proper name has been returned.
Circle one:  PASS / FAIL

H
Change Machine ID Network Testing With DNS Not Configured

Circle one:  PASS / FAIL

H.1
Attempt changing the machine ID to a machine name that is not in the EDIT LOCAL HOSTS table.
An Invalid address window will appear to indicate that the Host and IP address are inconsistent.
Circle one:  PASS / FAIL

H.2
Attempt changing the machine ID to a machine name that is already in use on the network (but IP address is unique).
A Name Exists window will appear indicating that there is another machine that is already using the name specified..
Circle one:  PASS / FAIL

H.3
Attempt changing the machine ID to an IP address that is already in use on the network (but name is unique).
An IP Address window will appear to verify that there is another machine that is using the IP address specified..
Circle one:  PASS / FAIL

H.4
Attempt changing the machine ID to a name and IP address combination that is already in use on the network.


The Name Exists window appears prompting:

“A machine named [xxx] already exists. Please choose another name.”

Verify error received if user attempts to change the machine ID to a name/ IP address combination that is already in use on the network.
Circle one:  PASS / FAIL

I
Change machine ID Network Test with DNS configured.



I.1
Perform Steps above to change the machine ID to a machine name that is on the DNS server but is not in the EDIT LOCAL HOSTS table.
NOTE:  The Change Machine ID feature doesn’t work and has been greyed out in the Kernel Overview Validation Procedure.
All results will exactly match the expected results found in the previous steps.


Circle one:  PASS / FAIL

I.2
Change the machine ID to a machine name that is on the DNS server and is also in the EDIT LOCAL HOSTS table.
Verify system will correctly change the machine ID to a  name on DNS server.


I.3
Perform Steps above to change the machine ID to a machine name on the DNS server but an IP address that is not on the server.
Verify error received if user attempts to change the machine ID to IP address not on DNS server.


 I.4
Perform Steps above to change the machine ID to a machine name and IP address not on the DNS server.
Verify error received if user attempts to change the machine ID to name and address not on DNS server.


J
Set System Time

NOTE:  Ensures that DTG changes will be accepted.



J.1
Verify the window name and functionality.
From the system menu bar click on  Network and click on Set System Time
Set System Time window will appear.
Circle one:  PASS / FAIL

J.2
The window name is displayed correctly.
Window name (“SYSTEM TIME”) is displayed in the center of the top of the window dragbar.
Circle one:  PASS / FAIL

J.3
Verify the fields and buttons are present.
1Verify the following fields are present:


-ENTER DTG
Field is present.


Circle one:  PASS / FAIL

J.4
Verify the following buttons are present in the bottom of the window: 

-OK


-CANCEL
Buttons appear at the bottom of the window from left to right in the order specified.
Circle one:  PASS / FAIL

J.5
Verify the format of the DTG entry field:

ddhhmmZ MMM yyyy    where - 

dd : Day (with leading zero)

hh: Hour(24 hour with leading zero)

mm : Minute (with leading zero)

Z : Zulu time zone (actual character “Z”)

MMM : Month (First 3 letters of the month are in CAPS)

 yyyy : Year
Format is correct.
Circle one:  PASS / FAIL

J.6
Verify System Time Against The Time Displayed On The Menu Bar

Times match to within 5 minutes.

Circle one:  PASS / FAIL

K
Verify Entries



K.1
Input the following data with a return after each:
1. 102400Z FEB 96

2. 311850Z FEB 95

3. 311850Z FEB 96

4. 102160Z FEB 96

Press [CANCEL].
System accepts input and returns the following  DTG’s from the inputs:
1. 110000Z FEB 96

2. 031850Z MAR 95

3. 021850Z MAR 96

4. 102200Z FEB 96
Circle one:  PASS / FAIL

K.2
Select Network > Set System Time.

Position the cursor in front of the minutes character.

Add ten minutes.
[SYSTEM TIME] time window appears and accepts valid input.


Circle one:  PASS / FAIL

K.3
Check upper right DTG box on the screen Click [OK].
Corrected DTG will automatically appear in the box updating every 5 seconds. 

Date command shows newly entered time.
Circle one:  PASS / FAIL

K.4
Select Network > Set System Time.

Position the cursor in front of the characters representing the day of the month.
Add several days.
Click [OK].

Check upper right DTG box on the screen.
System time window appears and accepts valid input.

Corrected DTG will automatically appear in the box updating every 5 seconds.
Circle one:  PASS / FAIL

K.5
Select Network > Set System Time.
Correct the time/date to be the current.

Click [OK].

Check upper right DTG box on the screen.
System time window appears and accepts valid input.

Corrected DTG will not  appear in the box until it is clicked. It will update every 5 seconds.
Circle one:  PASS / FAIL

L
Servers > Set Routes

Test on system for which default router configured during kernel installation.

Test on system with no default router configured.

When performing test case on system for which default router has not been set up yet, if the file /etc/defaultrouter already exists, perform an ‘netstat  -rn’ to determine if there is a default route, if so remove it with the ‘route delete default...’ command.





L
Set Routes  and Invalid Entries



L.1
Verify that Invalid characters (special characters) are not accepted for default route.

Select Network > Servers > Set Routes
Set Routes window will appear.


Circle one:  PASS / FAIL

L.2
Input special characters in the default route field.
Input should not be accepted. (Beeps occur.)
Circle one:  PASS / FAIL

L.3
Verify that values greater than 255, when used, are not accepted for a proper default router.

Input an invalid default route that is in the correct format, but with numbers greater than 255.
Warning is displayed: “Element(s) of the address are greater than 255.”  For example: 198.258.0.1.


L.4
Click [CANCEL].

Circle one:  PASS / FAIL

M
Detailed Functionality



M.1
Verify default router can be added.
Select Network> Servers> Set Routes


The Set Routes window appears.
Circle one:  PASS / FAIL

M.2
Input the correct router address (Router1) and click [ENTER].
Input should be accepted.  "Default route was set."
Circle one:  PASS / FAIL

M.3
Click [OK].
The Set Routes window disappears.
Circle one:  PASS / FAIL

M.4
Perform a netstat -rn to ensure route added correctly.
netstat lists default route
Circle one:  PASS / FAIL

M.5
From an xterm, type:

more /etc/defaultrouter
NOTE:  This set will work only if the default router has not already been setup. If it has, disregarding this step.

Affected file:
/h/AcctGrps/SysAdm/bin/SARoute_Setup.dtksh
The  file /etc/defaultrouter is present with a route added for the default route. 

NOTE:  Route should be added without requiring a reboot.
Circle one:  PASS / FAIL

M.6
Reboot the system and ensure the route is kept in place by checking netstat -rn.
Route is kept in place.
Circle one:  PASS / FAIL

M.7
With DNS set up, set up incorrect default router for network.
Warning should appear. Routing table should not be changed.
Circle one:  PASS / FAIL

M.8
With DNS not configured, set up incorrect default router for network.
Note:  If DNS already configured, remove /etc/resolv.conf file.
Warning should appear. Routing table should not be changed.
Circle one:  PASS / FAIL

N
Servers > Set DNS

Before performing these steps, ensure that your system’s ID (hostname and IP address) are listed on the DNS server that you will be accessing after DNS configuration. Either, check with your system administrator or go to a workstation that has DNS configured and enter: nslookup {your system hostname}. If nslookup returns your system’s hostname and IP address, then your system’s ID is listed on the DNS server
NOTE:  Requires a DNS server.



N
Set DNS , Cancellation, and Incorrect Entries Tests



N.1
Set DNS .

Select Network> Servers> Set DNS.

Ensure proper fields and buttons are available.
Set DNS window will appear.

DNS Server IP Search Order field at top of window. Domain Suffix Search Order at bottom of window.


Circle one:  PASS / FAIL

N.2
Enter a valid DNS Server IP and DNS Domain Suffix
Fields accept entries.
Circle one:  PASS / FAIL

N.3
Click the [CANCEL] button.
Set DNS window closes.
Circle one:  PASS / FAIL

N.4
Select Network > Servers > Set DNS.

Enter an incorrect DNS Server IP.

Incorrect DNS Server IP not accepted.
Circle one:  PASS / FAIL

N.5
Then click [OK] in Set DNS window.

NOTE:  The Error window does not appear for HP.  If the tester is using an HP, please enter the correct known DNS server IP address and DNS domain suffix.
Incorrect DNS server IP not accepted.

An Error window appears prompting: “Error: Setup changes were not made because the DNS Server could not be reached (or does not know this system’s hostname).”
Circle one:  PASS / FAIL

N.6
Select Network > Servers > Set DNS.

Enter an invalid formatted IP address in the Server IP Search Order field.
Invalid DNS Server IP address not accepted
Circle one:  PASS / FAIL

N.7
Then click [OK] in Set DNS window.
The system will present an error message stating “Wrong format for IP address”.

For example: more or less than 4 fields, ie.e. 111.11.111.11.111
Circle one:  PASS / FAIL

N.8
Select Network > Servers > Set DNS.

Add an invalid IP address in which one or more fields are greater than 255 in the Server IP Search Order field. 

Invalid DNS Server IP address not accepted
Circle one:  PASS / FAIL

N.9
Then click [OK] in Set DNS window.
The system will present an error message stating

“Element(s) of the address are greater than 255”.
For example: one or more fields are greater than 255.
Circle one:  PASS / FAIL

N.10
Verify that one cannot setup a DNS Client using an IP address that is reachable on the local area network, but is not configured as a DNS server. 

Select Network > Servers > Set DNS.
The DNS Setup window appears.


Circle one:  PASS / FAIL

N.11
Enter a valid DNS Server IP and DNS Domain Suffix.
The ping command should give a proper response.
Circle one:  PASS / FAIL

N.12
Open an xterm and try to ping the machine in question.
The hostname for machine being configured for DNS is not listed on the DNS server. 
Circle one:  PASS / FAIL

N.13
Click [OK] in Set DNS window.
NOTE:  The Error window does not appear for HP.  If the tester is using an HP, please enter the correct known DNS server IP address and DNS domain suffix.

Circle one:  PASS / FAIL

M.14
Return the system to its proper ID.  Change Machine ID back to a hostname and IP address that is listed on the DNS server.
DNS will be successfully installed.
Circle one:  PASS / FAIL

O
Configure DNS Functionality



O.1
Ensure DNS configuration maintained after reboot.

Reboot the system.

System reboots.


Circle one:  PASS / FAIL

O.2
Select Network>Servers>Set DNS.
The Set DNS window appears with the DNS server names and domain suffixes entered in Step E.1.1????.
Circle one:  PASS / FAIL

O.3
Verify that DNS can not be unconfigured.
With DNS already configured, remove the entries from both fields to unconfigure DNS.
Entries removed.
Circle one:  PASS / FAIL

P
Servers > Set NIS



P
Establish that the Candidate Platform can serve as a NIS Master Server.



P.1
Before configuring NIS, DNS must be configured.  Tester should be logged into both the Validation Host and Candidate Platform as sysadmin.

On the Candidate Platform, select Network > Servers > Set DNS (as a client to a known DNS server)


The DNS Setup window appears


P.2
Verify (or enter) the Validation Host’s IP address as the name server and click ADD in the top part of the window. Then enter the domain suffix and click ADD in the bottom of the window.
The DNS Server IP and domain suffix are accepted.
Circle one:  PASS / FAIL

P.3
Click [OK].

NOTE:  NIS uses DNS as a backup option when the NIS resolver can’t find a host name (or IP address) in the NIS hosts map**

NOTE:  The order under which the resolver consults various naming services is selected through the /etc/nsswitch.conf  file.

** Excerpt from “DNS and BIND” , by Paul Albitz and Cricket Liu, p.110
The DNS Setup window exits.


Q
Remove the NIS Master from the Validation Host. 



Q.1
On the Validation Host select Network > Servers > Set NIS > Remove NIS
A “RESPOND TO THE QUESTION” window appears with the following message: Do you wish to disable and remove NIS?
Circle one:  PASS / FAIL

Q.2
On the Validation Host, Click on the [YES] button to disable & remove NIS.
The window disappears and the “Please Reboot this machine” window appears.  This could take several minutes.
A dialogue box appears asking if you want to save global users
Circle one:  PASS / FAIL

Q.3
Click [YES].
Dialogue box disappears.
Circle one:  PASS / FAIL

Q.4
On the Validation Host, click [OK] in the “Please Reboot this machine” window.
The window disappears.
Circle one:  PASS / FAIL

Q.5
On the Validation Host Select Hardware > Reboot System. Click [OK] in the Reboot? Window.
The system reboots over several minutes. 
Circle one:  PASS / FAIL

Q.6
On the Validation Host, after logging in as sysadmin, type ps -e | more  , in an x-term window, to see if ypserv or nis_cachemgr remains running.
Neither ypserv nor nis_cachemgr should be running.
Circle one:  PASS / FAIL

R
Remove the NIS Client from the Candidate Platform.



R.1
On the Candidate Platform select Network > Servers > Set NIS > Remove NIS.
A “RESPOND TO THE QUESTION” window appears with the following message: Do you wish to disable and remove NIS?
Circle one:  PASS / FAIL

R.2
On the Candidate Platform Click on the [YES] button to disable & remove NIS.
The window disappears and the “Please Reboot this machine” window appears.  This could take several minutes.
Circle one:  PASS / FAIL

R.3
On the Candidate Platform Click [OK] in the “Please Reboot this machine” window.
The window disappears.
Circle one:  PASS / FAIL

R.4
On the Candidate Platform Select Hardware > Reboot System. Click [OK] in the Reboot? Window.
The system reboots over several minutes. 
Circle one:  PASS / FAIL

R.5
On the Candidate Platform, after logging in as sysadmin, type ps -e | more  , in an x-term window, to see if ypserv or nis_cachemgr remains running.
Neither ypserv nor nis_cachemgr should be running.
Circle one:  PASS / FAIL

S
Establish Candidate Platform as a NIS Master



S.1
On the Candidate Platform, select the Network > Servers > Set NIS > Initialize NIS.
NOTE:  On HP, if the auditing feature has not been turned off, a warning box will appear requesting that you turning the auditing flag off under /etc/rc.config.d/auditing and run /etc/tsconvert –r to set proper conditions for Initializing NIS.
The NIS initialize window will appear.
Circle one:  PASS / FAIL

S.2
On the Candidate Platform,  Click the Radio button marked ‘Master, and fill in the NIS domain name at the top of the box:  ‘nisdomain.test’  Continue with the following per operating system:
On a Sun Solaris Machine:

Fill in the secman passwd, verify it, and check the ‘Run yp compatibility mode’ box. 

On a HP Machine:
Just click [OK].

A task window will appear,  Click [OK].    A final window ‘DONE’ will appear asking to reboot, click [OK].
A Task Complete window will appear stating that you have to:

1.
/h/USERS/global has to be properly exported.

2.
The client has to have /h/USERS/global remote mounted.

3.
The NIS Master needs to have the clients ‘TRUSTED’ if options such as Remote Security Manager are to be successfully run.

4.
After the ‘Done’ window appears, click [OK] and the machine reboots itself, automatically populating the newly created NIS domain


Circle one:  PASS / FAIL

S.3
Ensure that the NIS Master was set up properly.  Login as sysadmin, open an x-term window and type: 

domainname

The domainname command returns nisdomain.test.
Circle one:  PASS / FAIL

S.4
Verify that user can enter and edit TRUSTED hosts in the EDIT LOCAL HOSTS option after NIS is configured on a master system.
TRUSTED hosts are added OK, as expected with the EDIT LOCAL HOSTS option.
Circle one:  PASS / FAIL

S.5
From an x-term window, type ps -e  | more to see if ypserv or nis_cachemgr is running.
List should show either a ypserv or nis_cachemgr process.
Circle one:  PASS / FAIL

T
Remove the NIS Master from the Candidate Platform.  



T.1
On the Candidate Platform select Network > Servers > Set NIS > Remove NIS.
A “RESPOND TO THE QUESTION” window appears with the following message: Do you wish to disable and remove NIS?
Circle one:  PASS / FAIL

T.2
On the Candidate Platform, Click on the [YES] button to disable & remove NIS.
The window disappears and the messsage “ NIS has been disabled, would you like to reboot this machine?” window appears.  
Circle one:  PASS / FAIL

T.3
On the Candidate Platform ,Click [OK] in the “Please Reboot this machine” window.
The window disappears.
Circle one:  PASS / FAIL

T.4
On the Candidate Platform, Select Hardware > Reboot System.  Click [OK] in the Reboot? Window.
The system reboots over several minutes. 
Circle one:  PASS / FAIL

T.5
On the Candidate Platform, after logging in as sysadmin, type ps -e | more  , in an x-term window, to see if ypserv or nis_cachemgr remains running.
Neither ypserv nor nis_cachemgr should be running.
Circle one:  PASS / FAIL

U
Re-establish the Validation Host as the NIS Master.



U.1
On the Validation Host, select the Network > Servers > Set NIS > Initialize NIS.
The [ENTER A RESPONSE] window appears, prompting for a NIS domain name.
Circle one:  PASS / FAIL

U.2
On the Validation Host, enter the NIS domain name.

Ex.:  nisdomain.test
Select NIS Master.
Window will appear to ask whether this system is the master NIS server.
Circle one:  PASS / FAIL

U.3
On the Validation Host, at “Is this machine the Master NIS server?” click [YES].
Click [OK].
A dialogue appears requesting specific information on the Candidate Platform, provide the appropriate information.

A window appears to indicate that the system is building NIS maps.

Password accepted.
The window disappears and the “Please Reboot this machine” window appears.  This could take several minutes.
Circle one:  PASS / FAIL

U.4
On the Validation Host, click [OK] in the “Please Reboot this machine” window.
 
Circle one:  PASS / FAIL

U.5
On the Validation Host, select Hardware > Reboot System. Click [OK] in the Reboot? Window.
The system reboots over several minutes. 
Circle one:  PASS / FAIL

U.6
On the Validation Host, ensure that the NIS Master was set up properly. 
Open the x-term window.   Login as sysadmin and type:  

domainname
The domainname command returns nisdomain.test.
Circle one:  PASS / FAIL

V
Establish that the Candidate Platform can serve as a NIS Client.  Initialize NIS.



V.1
Log in as sysadmin and select Network > Servers > Set NIS > Initialize NIS.
Note:  Master must be a machine that is not the Candidate Platform.
The NIS Initialize window will appear, prompting for a NIS domain name.
Circle one:  PASS / FAIL

V.2
On the Candidate Platform,  Click the Radio button marked ‘Client, and fill in the NIS domain name ‘nisdomain.test’ along with  the name of the NIS master in the appropriate blanks.
Click [OK] when complete. 

A task window will appear,  Click [OK].
A final window ‘DONE’ will appear asking to reboot, click [OK].

A Task Complete window will appear stating that you have to:

5.
/h/USERS/global has to be properly exported.

6.
The client has to have /h/USERS/global remote mounted.

7.
The NIS Master needs to have the clients ‘TRUSTED’ if options such as Remote Security Manager are to be successfully run.

Circle one:  PASS / FAIL

V.3

After the ‘Done’ window appears, click [OK] and the machine reboots itself, automatically populating the newly created NIS domain.

Circle one:  PASS / FAIL

V.4
Enter the NIS master hostname.  Then click [OK].
A window appears indicating that the NIS master is reachable.
Circle one:  PASS / FAIL

V.5
Click [OK] in the window indicating “{Master NIS System} is reachable.”
The window disappears. 
Circle one:  PASS / FAIL

V.6
Click [OK] in the “Please Reboot this machine” window.

NOTE: While a NIS client is initializing, do not reboot until a reboot message appears. A few minutes may pass before this message.
 
Circle one:  PASS / FAIL

V.7
Select Hardware > Reboot System. Click [OK] in the Reboot window.

 
The system reboots over several minutes. During this time, several informational messages appear, including the following:
Circle one:  PASS / FAIL

V.8
Verify that user can enter and edit TRUSTED hosts in the EDIT LOCAL HOSTS option after NIS is configured on a client.
TRUSTED hosts are added OK, as expected with the EDIT LOCAL HOSTS option.
Circle one:  PASS / FAIL

W
Remove NIS



W.1
Verify that NIS removal can be canceled.

Select the Network>Servers>Set NIS>Remove NIS option.

The RESPOND TO THE QUESTION window appears with the following message: Do you wish to disable and remove NIS?

Circle one:  PASS / FAIL

W.2
Click on the [NO] button to exit the option without unconfiguring NIS.  From an x-term window, type ps -e | more  to see if ypserv or nis_cachemgr remains running.

NOTE: On Step b, if you are a NIS client on an HP system, the process you will be looking for is called ‘ypbind’.
ypserv or nis_cachemgr remains running.
Circle one:  PASS / FAIL

W.3
Verify that NIS can be successfully un-configured on system.

Select the Network>Servers>Set NIS>Remove NIS option.
The RESPOND TO THE QUESTION window appears with the following message: Do you wish to disable and remove NIS?
Circle one:  PASS / FAIL

W.4
Click on the Yes button to disable and remove NIS.
Window disappears.  A confirmation window will appear indicating the NIS has been disabled and ask if you would like to reboot
Circle one:  PASS / FAIL

W.5
A confirmation window will appear indicating the NIS has been disabled and ask if you would like to reboot, at this point, From a separate x-term window, type ps -e | more  to see if ypserv or nis_cachemgr remains running.
Neither ypserv nor nis_cachemgr should be running.
Circle one:  PASS / FAIL

W.6
Respond to the window to reboot the system.

NOTE: On Step c, if you are a NIS client on an HP system, the process you will be looking for is called ‘ypbind’
Reboot the system window appears.
Circle one:  PASS / FAIL

W.7
Run NIS Remove after already removing NIS.
Warning window indicates that NIS is not configured.
Circle one:  PASS / FAIL

X
NIS Error Checking & Re-initialization



X.1
Verify that NIS can be reinitialized with a different NIS master while NIS is already running.

Circle one:  PASS / FAIL

X.2
Try to exit each NIS initialization window while initializing NIS.
Menu should be disabled.
Circle one:  PASS / FAIL

Z
Log Out (Optional)

Not required.  Use if no further validation is to be done.

 

Z.1
Unmount the KPC directory exported from the Validation Host.  

Type: “umount /KPC”
Not required.  Use if no further validation is to be done.
A message confirms that the filesystem has been dismounted.
Shutdown

Z.2
Select System > Close All
Not required.  Use if no further validation is to be done.
All windows close.
Shutdown

Z.3
Select [EXIT] button from CDE.
Not required.  Use if no further validation is to be done.
Logout confirmation window appears.
Shutdown

Z.4
Select Continue Logout.

Not required.  Use if no further validation is to be done.
System exits and the DII COE login screen appears.
Shutdown

End of Network Validation Procedure

Network Validation Procedure Update
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