DII COE Multimedia/Collaboration Services Technical Working Group (MCTWG) 
Meeting Minutes
Friday, February 9, 2001

Attendees:

The DII COE Multimedia and Collaboration Services Technical Working Group (MCTWG) met from 1:00PM - 5:00PM via multi-point VTC and teleconference in Bedford, Reston ,Fort Monmoth, and Rome Labs. The following individuals were in attendance (in no specific order): 
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Meeting Summary: 

1. Presentation Session Initiation Protocol.  Steve Jones presented an overview of the Internet Engineering Task Force (IETF) SIP, RFC 2543.  SIP is an emerging protocol from the IETF that is beginning to get a lot of commercial endorsement; vendors are building to the standard by providing SIP compliant products.  Since products that are based on the ITU standard H.323/T.120 protocols use different session initiation and session management protocols it is important for the MCTWG to be aware of both protocols.  Steve’s presentation will accompany these minutes.

SIP is a lightweight protocol based on HTTP that can be used to establish, modify, or terminate a media session.  When being used to establish a session, it carries a description of the multimedia session within the body of the message. This description can be any recognized MIME format; commonly it is a Session Description Protocol (SDP) message that can be used to manage the negotiation between different parties.  This is different from the mechanism used by the ITU H.323/T.120 specifications that requires several additional protocols (H.225.0 and H.245) to establish and maintain a media session.

The DOD has requirements to support collaboration at enterprise levels on Wide Area Networks.  There are questions about whether the ITU based audio tools that are H.323 compliant will be able to support such large numbers of users; will they scale that high.  SIP was devised later than the ITU’s standards and by a community that is by nature WAN based. Support for SIP is growing, but SIP still suffers from some of the same problems as the ITU specifications, e.g., support for firewalls and enclave environments.  The MCTWG will follow the progress of SIP and the support by the commercial marketplace to see whether it has applicability to the DOD.

There was a question from Bob Fischer regarding support for security in SIP.  Michael will look into this; it doesn’t not appear to have any intrinsic support for security but also does not appear to have anything that would prevent it from being used with PKI (for example).  If Steve is able to do any experiments on the integration of PKI and SIP they will be reported back to the MCTWG.  Klaus Rittenbach asked how users negotiate the protocols and the CODECS that they would use in a multimedia session.  Steve replied that the SIP request would carry an SDP message that would describe the protocols and CODECS available from the requestor and the recipient would then either accept the SDP, or would return an SDP with the protocols of the recipient.  This negotiation would continue until a session was established or no common ground could be met and both parties acknowledge the inability to meet.

Bob Fischer asked if SIP based products could be accreditable.   Steve did not know, SIP is based on the same model as HTTP so it has many of the inherent risks as systems based on the HTTP model.  This question is probable better answered by experts in the security field.  Bob also asked if there were a matrix that shows what systems people in the field are using.  In particular, what major users are we trying to get to interoperate.  Michael was not aware of any matrix of systems to capabilities and can only offer up that the DII COE is intended to offer support to the major systems, GCCS, GCSS, the Navy’s GCCS-M, the Air Force’s TBMCS, and the Army’s GCCS-A.

There was a question about the Collaboration Conference that has been held in the past the first week of May in Virginia Beach and whether it would be held this year.  It seems that there is no support for it from the sponsoring agency and that many of the same topics will probably be discussed during the JIVA & DODIIS Interop Conference which will be held 9-13 April in Miami Fla.  There was a question from Joan Murphy about the possibliity of using some of the newer generation of collaboration tools (the example cited was the Placeware Auditorium) to host the MCTWG instead of using fixed VTC locations.  The implication was to go to an even more distributed setting where participants could use the internet and a tool like Placeware to connect from anywhere rather than having to travel to a VTC location or dial in by telephone.  Michael will look into this.  

Next Meeting: 

· The next meeting will be on Friday 13 April from 1:00 to 5:00 PM.  At this meeting we expect to receive presentations on ELVIS II, and the ABA ACTD.


MCTWG Mailing List: 

The MCTWG has 3 mailing lists for members of the general population, government personnel, and MITRE: mctwg-other@linus.mitre.org, mctwg-gov@linus.mitre.org and mctwg-mitre@linus.mitre.org.  To send email to members of all lists, send email to mctwg@linus.mitre.org. 

Subscribing to MCTWG mailing list 

To subscribe the DII COE MCTWG mailing list, send email to majordomo@linus.mitre.org and enter the subscribe command, followed by the name of the appropriate mailing list, followed by your email address, followed by the end command, in the body of the email message. Below are examples of how one would subscribe to the mctwg-other, mctwg-gov, and mctwg-mitre mailing lists. 

subscribe mctwg-other myName@myServer.com (.net, .org)
end 

or

subscribe mctwg-gov myName@myServer.gov (.mil)
end 

or 

subscribe mctwg-mitre myName@mitre.org

end 

Unsubscribing from MCTWG mailing list 

To unsubscribe from the DII COE MCTWG mailing list, send email to majordomo@linus.mitre.org and enter the unsubscribe command, followed by the name of the appropriate mailing list, followed by your email address, followed by the end command, in the body of the email message. Below are examples of how one would unsubscribe from the mctwg-other, mctwg-gov, and mctwg-mitre mailing lists. 

unsubscribe mctwg-gov myName@myServer.com (.net, .org)
end 

or 

unsubscribe mctwg-gov myName@myServer.gov (.mil)
end 

or 

unsubscribe mctwg-mitre myName@mitre.org 
end 


Minutes prepared by Michael Krutsch
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