COE Toolkit Technical Working Group (TWG) Minutes

Meeting Date:  6 December 2001


Attendees:







Telecon Attendees:

Stephen Cornio, COE
Jagdish Topiwala, COE

Maj Lynda Myers, COE

Diana Healy, Coast Guard
Jack Chandler, Navy

Orlando Pena

Ileana Reisch
, Air Force
Ron Hacker, CFI

Brett Johnson, Air Force
Mike Chesser, CFI

Review of TWG Chair Taskings

Maj Myers discussed 2 action items from the TWG Chair meetings.  The first action is to develop a requirements traceblity matrix (RTM).  The COE office has released a template for the RTM which Maj Myers will make available to the group.  As soon as the TWG has a “final” draft of our SRS, we will need to begin work on the RTM.

The second action item required every TWG to report how they intend to validate the requirements in the RTM are actually available.  It was stated that tools that are currently present, exclusively GOTS tools, in the COE software are well known by the TWG members because a majority of the members actually use them on a regular basis.  They can validate them through personnel experience.  If the TWG were to bring in commercial products we would have to take the word of the vendor that the capabilities are present.  One suggestion was to require the vendor to show the TWG line by line where each requirement is defined in the documentation.  They went on to suggest that we do not schedule the CDR until the vendor’s RTM is in hand.  

CFI Recommendation on ACAT 

Jack Chandler discussed a recommendation he sent forward to the COE CE and PM on how to work with testers to validate the algorithms are what the users desire.    AI-Oct01-03 will remain open.

Migration Tools Requirement

Jack Chandler presented his draft of a migration tool requirement.  The group agreed to add it to the SRS.  Further revision of the requirement will be done during the SRS review.  This closed AI-Jul01-01.  

Retaining Realtime SRSs Integrity

Brett Johnson suggested one way to retain the Realtime Integration Tool SRS’s integrity is to break the Realtime SRS into 2 documents.  One will contain the high level requirements to be added to the Tools TWG SRS.  The other document will be “Recommended Implementation” document that will contain the detail of the Realtime SRS.  The group agreed to this suggestion.  Brett Johnson will break the integration tool requirements into these two documents (part of AI-Oct01-08). He will also attempt to maintain the linkage between the two documents to ensure that as we modify integration tools in our SRS, we can also make sure related changes are made in the Recommended Implementation document.  Mike Chesser asked if he had a non-integration tool implementation recommendation if he could have that added to the Recommendation Implementation document.  There is no reason this document has to be restricted to integration tools.  The group suggested he create a while paper of the recommendation for consideration.  This closed AI-Jul01-05.   will remain open and has been reassigned to Brett Johnson to create the 2 documents.

CFI Testing Process 

Ron Hacker presented a briefing on the CFI Testing Process.  This briefing is attached.  This closed AI-Oct01-03 

Existing Integration Tools

- Illeana Reisch gave an overview of the TBMCS Installation Tool (TINT). Used to install the operating environment (UNIX and COE) and the TBMCS system software.  TBMCS has said they will make these tools available as is.  This is software that was developed very specifically for TBMCS and will require modification if other systems were to use it.  TBMCS will not make any modification or fixes to the software.  The group agreed it would still be worth it to get a hold of the tool to determine if there is anything that can be reused.  Ms Reisch will take the action to get a copy of the tool (AI-Dec01-01).  AI 01-009 will be closed.    

- Ron Hacker stated there were currently no integration tools used by GCCS.  AI 01-011 will be closed.

SDK Delivery Procedures

Brett Johnson presented his wording for the SDK delivery procedures.  The group agreed on the wording.  Brett will finalize the wording and provide it to Maj Myers and Diana Healey by COB Monday.  The proposed wording is attached at the end of these minutes.  Diana Healey will propose it to the CM TWG on Tuesday, 11 Dec 01 for inclusion in the SCCR

Discussion on VPO

Maj Myers encouraged everyone to register for the Tools TWG VPO.  Go to https://vpo.spawar.navy.mil to register.  The Tools VPO is located on the send page in the list of VPOs.  Maj Myers will begin using this tool to get documents, minutes, and other information out to the group.  Maj Myers noted that any major changes made to the Tools VPO should be announced to the group via e-mail.  An e-mail is not automatically generated.  

The Tools TWG Charter and most current SRS are available on the VPO.  Ron Hacker’s briefing and supporting documents are also available. 

Closed Action Items

AI 01-009 Check to see if integration tool(s) TBMCS is using and provide feedback/documentation to the TWG (POC:  Ileana Reisch)

AI 01-011 Check to what was implementation tool GCCS is using and provide feedback/documentation to the TWG (POC:  Ron Hacker)

AI-Jul01-01 Provide a draft Migration Tool requirement to include in the Tool TWG SRS (POC:  Jack Chandler)  

AI-Jul01-05  Discuss how to retain integrity of Realtime SRSs as the requirements are incorporated into the Tools TWG SRS.  Add discussion of issue to the agenda of the next Tools TWG Meeting  (POC: Maj Myers)    

AI-Oct01-01  Create wording on SDK delivery procedures for inclusion in the SDDR (POC:  Brett Johnson)

AI-Oct01-04   Presentation on CFIs testing process (POC:   Ron Hacker)
AI-Oct01-07 Combined with AI-Oct01-02

Open Action Items

AI-May01-05 Coast Guard to brief a series of procedures they use to put segments into a bundle.  (POC: Lt Arguelles) – on hold until new procedures are in place
AI-May01-08 Prepare Integration Tools brief for AOG (POC:  Maj Myers) – on hold until integration tools are added to our SRS
AI-Oct01-02 (also includes AI-Oct01-7)  Research what is currently being done for authentication.  Write a requirement for a tool to check whether a segment is corrupt and add it to the Runtime section of the SRS.  Write a GSPR/change request to meet the requirement.  (POC Mike Chesser)

AI-Oct01-03  Jack Chandler and DFI will work together to come up with a recommendation on whether to continue ACAT (POC:  Jack Chandler)

AI-Oct01-05  Look at SPAWARs Segment Catalog model and see what would need to be done to populate it with the rest of the COE segments (POC:  Maj Myers)

AI-Oct01-06  Discuss the transfer of Runtime requirements to the Kernel TWG with the Chair (POC:  May Myers)

AI-Oct01-08  (additional tasking added to this AI in Dec01)  Break the integration tool requirements into high-level requirements and a Recommended Implementation document.  Maintain linkage between the two documents.  The high level requirements will be added to the Integration tools section of our SRS  (POC:  Brett Johnson)  

New Action Item

AI-Dec01-01  Obtain TBMCS’s integration tools for TWG analysis.  (POC:  Ileana Reish)  

Next DII COE Toolkit meeting will be on 31 Jan 02, 0830 at DISA Skyline 7

Suggested New Wording for CM SCCR Tools Paragraph (5Dec01):

4.4 Tool Deliveries

This paragraph applies to those tools delivered to DISA and are intended to be widely used by the community to create Runtime segments.  Such tools will be installed into a development and/or integration environment.  Certain portions (e.g. libraries) of the tool may be used in a runtime segment.  CAVEAT - This paragraph *explicitly does not apply* to "tools" which are intended to be installed directly in & support the runtime environment.  "Tools" of this type are considered segments (usually software segments) and are subject to those rules.

4.4.1 TERMINOLOGY
SDK - Software Development Kit:  a commercial industry term referring to a collection of tools/libraries/data intended to support software development.  Generally has no or only vendor specific requirements & constraints.

ETK - Extended Tool Kit:  A segment that contains documentation, linkable or shared libraries, data, and other items required for use in an integration, development, and/or runtime environment.  (signed Interim Guidance for DII-COE Realtime Extensions Final Version 1.0 December 2000).  More generally, a term governing tools/libraries/data intended to support software development and/or integration of COE based software and systems.  Subject to DISA derived constraint on format, packaging, and documentation.

4.4.2 COTS SDK

These will generally follow the paradigm of abbreviated segmentation and consist of COTS media and a psuedo-segment.  The psuedo-segment is subject to the rules governing ETKs.

4.4.3 ETK

The following criteria apply

1. must follow segment directory structure & file conventions

2. must include all standard segment files (e.g. /Integ & /SegDescrip files)

3. must have VerifySeg run against & annotated warnings in VSOutput

4. Segment descriptors should be written to support the Runtime segment and NOT the ETK (e.g. FileList should contain those files likely to be present in Runtime segment)

5. Integration Notes (IntegNotes) are especially valuable for this type of product, thus should be copious and comprehensive.

6. ETKs should NOT be delivered in "MakeInstall" format, but should be validated to complete the "MakeInstall" process with no errors.  Per government direction, ETKs can be delivered in BOTH "MakeInstall" and non-"MakeInstall" format.

7. ETKs may include source code

********************************************************

Old Wording:

4.4 Tool Deliveries

Tools/Software Development Kits (SDKs) will be delivered in the format specified by the sponsoring engineering office.  They may be delivered in tar format, MakeInstall format, or both, depending on whether they are intended for use on a machine with the DII COE kernel installed.  Even those tools/SDKs delivered in tar format should have the SegDescrip directory and segmentation files.  Tools/SDKs delivered in other than MakeInstall format must be accompanied by an approved waiver.
Approved for public web release
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