DISA-EUROPE VISIT NOTIFICATION/REQUEST INSTRUCTIONS


1.  All visit requests to the DISA-EUROPE AOR must be sent to the DISA-EUROPE Visit Request Email Box - disa-eurvisitrequest@disa.mil - and to your DISA-EUROPE point-of-contact (POC) Email address, at least 30 days prior to the visit, for validation, review, and approval.  

NOTE:  The procedures below apply also to any visit to the DISA-AFRICOM AOR. 

2.  The Chief, DISA-EUROPE NATO Field Office, normally approves visits outside Germany & Italy and any NATO related visits anywhere in the DISA-EUROPE AOR, on behalf of the CDR, DISA-EUROPE. 

3.  The Chief, EU1 Division, DISA-EUROPE, normally approves visits in Germany & Italy, on behalf of the CDR, DISA-EUROPE.

4.  Visit requests to the DISA-AFRICOM AOR, are normally sent to DISA-EUROPE Visit Request Email Box, mentioned in paragraph # 1 above, and approved by the Chief, EU1 Division, on behalf of the CDR, DISA-AFRICOM. 

5.  Visit requests to the Regional SATCOM Support Center – EUROPE (RSSC-EUROPE) (A NON-DISA Organization, Co-located in the DISA-EUROPE Facility, Patch BKS Vaihingen, GE), are normally sent to DISA-EUROPE Visit Request Email Box, mentioned in paragraph # 1 above, and approved by the Director, RSSC-EUROPE. 

6.  Visits of US Contractors from CONUS, based outside the USEUCOM AOR, or based on a different country planning to visit a USEUCOM AOR country’s Ministry of Defense (MOD) activities  - Not visiting US Military activities located in that country’s Military facilities – or visiting a NATO Facility in the USEUCOM AOR (Including the DISA-EUROPE NATO Field Office in Brussels, Belgium) are considered international visits, and the Defense Industrial Security Clearance Office (DISCO) has to send the visit/Security Clearance Certificate thru the US Embassy at the visited country, to the visited MOD activity - the lead times vary between 40 to 60 days prior to the visit - Under Section 5, Chapter 10, of the National Industrial Security Program Manual (NISPOM), the US Government Agency sponsoring the visit cannot submit the request for the Contractor's visit/Clearance Certificate request to DISCO - It must be submitted by the Contractor (Normally the Contractor's Security Office) to DISCO www.dss.mil - Please see international visit request processing & forms in the DISCO web site.   

7.  Below are the current DISA-EUROPE AOR Visit Procedures - Not all are the

responsibility of the visitor's Security Manager, but all are required to

visit the DISA-EUROPE AOR. 

8.  Attached are the current DISA-EUROPE Visit SOP, a sample DISA-EUROPE

Visit Request Form, a sample DISA Form 43, a sample Foreign Clearance

Request Message, a Contractor Faxback Form, and an AE FM 190-16A. 

9.  The Visit SOP is somewhat dated pertaining to the methods referred to

transmit messages & we are in the process of revising it, but the procedure

outlined is correct. 

10.  Even though the Visit SOP states the visitor must submit the visit

request 30 days prior to the visit, I understand that may not be possible

due to operational requirements and unexpected short fuse taskings. I would

ask that the visit request is sent at least five (5) complete working days

prior to the visit, to allow for validation/approval/processing time.

11.  The requestor must prepare a visit notification request (see attached sample

DISA-EUROPE visit notification request form/memo) explaining who the visitors are, what is the purpose of the visit, what agency (agencies)/unit (units) will be

visited, what location(s) will be visited, the dates of the visit, and

identify a visit POC & DSN TEL # at DISA-EUROPE.   

12.  The requestor must send the visit request to the DISA-EUROPE Visit

request Email address: disa-eurvisitrequest@disa.mil
13.  The requestor must include a DISA-EUROPE POC in the visit request.

14.  The DISA-EUROPE POC must be someone who can validate the reason for the

Visit.
NOTE:  The DISA-EUROPE Security Manager does not validate the reason for

the visit - The DISA-EUROPE Security Manager ONLY receives the visitor(s)’ security clearance information & verifies it in JPAS.  

15.  The requestor must include a DISA-EUROPE GOVT POC in addition to any

DISA-EUROPE CONTRACTOR POC included in the visit request.

16. If the visitor(s) require UNESCORTED access to the DISA-EUROPE facility please ensure the visiting team's security clearance information is submitted to the DISA-EUROPE Security Manager by one of the following methods: 

A.  DISA Civilian (GOVT) Employees and/or Military Personnel: send the

visitors' nine (9) digit SSN via PKI encrypted NIPR email message to the

DISA-EUROPE Security Manager to verify the visitors' security clearance

information in JPAS.
NOTE: We ask for the visitor(s) nine (9) digit SSN, because we do not have access to the SSNs or other information in CMIS for other than DISA-EUR personnel.   

B.  DISA Contractors:  Have the company Security Officer submit either a

JPAS Visit Notification to the DISA-EUROPE SMO Code (DKAPAA), or a Visit

Authorization Letter (VAL) via FAX or a PDF attached to an email message to

the DISA-EUROPE Security Manager. Send the email message to:

raul.lara-bajandas@disa.mil  The FAX should be sent to: Raul F.

Lara-Bajandas, Security Manager, DISA-EUROPE, at DSN FAX (314) 434-5780 or

5590 / COM FAX 011-49-711-68639-5780 or 5590.   

C.  Other DOD CIV (GOVT)/MIL: Have the activity/organization/unit Security

Manager submit a JPAS Visit Notification to the DISA-EUROPE SMO Code DKAPAA

- Please include a DISA-EUROPE Visit POC NAME and DSN TEL # (Not the

DISA-EUROPE Security Manager).

D.  Other DOD Contractors:  Have the company Security Officer submit either

a JPAS Visit Notification to the DISA-EUROPE SMO Code (DKAPAA), or a Visit

Authorization Letter (VAL) via FAX or a PDF attached to an email message to

the DISA-EUROPE Security Manager. Send the email message to:

raul.lara-bajandas@disa.mil  The FAX should be sent to: Raul F.

Lara-Bajandas, Security Manager, DISA-EUROPE, at DSN FAX (314) 434-5780 or

5590 / COM FAX 011-49-711-68639-5780 or 5590.   

E.  NON DOD Government Personnel, Contractors & Other Visitors: If your

organization/company does not have access to JPAS, submit a DISA Form 43

(see attached sample form) including your security clearance information,

signed and dated by your organization/company Security Manager.  The DISA

Form 43 must be sent via FAX or as a PDF attachment, to an email message sent to the DISA-EUROPE Security Manager. If forwarding via email, digitally sign DISA Form 43 prior to sending.  Digitally signing requires non-repudiation and data integrity and will encrypt e-mails containing Sensitive information, i.e. information that is For Official Use Only (FOUO) or protected by The Privacy Act of 1974.  Send the email message to: raul.lara-bajandas@disa.mil The FAX should be sent to: Raul F. Lara-Bajandas, Security Manager, DISA-EUROPE, at DSN (314) 434-5780 or 5590 / COM FAX 011-49-711-68639-5780 or 5590. 

17. 
The DISA-EUROPE JPAS SMO Code is: DKAPAA.

18. 
Please include the DISA-EUROPE Visit POC & a DSN TEL # in the JPAS Visit

Notification (Not the DISA-EUROPE Security Manager), otherwise, it will delay identifying the visitor(s) to the specific visit.

19.  For visitors from agencies/companies/units without access/capability to

submit security clearance information via JPAS Visit Notification, attached

is a sample DISA Form 43 with the security clearance information needed for

the visit.

20.  If visitors plan to access EUCOM facilities, the Security

Manager must send the security clearance information directly via JPAS Visit

Notification to the following POCS:

A.  W092AA2 - This is the EUCOM SSO SMO Code. 

B.  EUCOM SSO POC - MR. JOHNNY BAILEY, DSN (314) 430-4088/7185, COM TEL 011-49-711-680-4088/7185, DSN FAX(314) 430-6334, COM FAX 011-49-711-680-6334.

21.  If visitors plan to access SOCEUR facilities, the Security Manager must send the security clearance information directly via JPAS Visit Notification to the following POCS:

A.  IAW the instructions received from the SOCEUR Security Manager, in order for visitors to access SOCEUR facilities, the Security Manager MUST send the security clearance information via JPAS directly to BOTH EUCOM & SOCOM SMO Codes.

B.  W092AA3 - This is the SOCEUR SSO SMO Code. 

C.  SOCEUR SSO POC - MR. WALTER VOLTZ, DSN (314) 430-7828, COM TEL 011-49-711-680-7828, DSN FAX (314) 430-8303, COM FAX 011-49-711-680-8303 

22.  For all personnel planning to visit & to access AFRICOM facilities, the

following procedures (As of 23 February 2009) must be followed: 

NOTE:  This applies to anyone visiting the DISA-AFRICOM Office currently

located in the AFRICOM C4SYS Area, basement, BLDG 3306, Kelly Barracks,

Stuttgart-Moehringen, GE.

A.  The visitors’ Security Manager MUST sent the visitors security clearance

information directly to the AFRICOM SSO POC in one of the following ways: 

1)  JPAS Visit Notification - Send to SMO CODES "W6L6AA2" or "W6L6AA4".

Please include the name of your visit POC (Not the DISA-EUROPE Security

Manager) and the visit POC'S DSN TEL #.

2)  SSO Clearance Message/Cable PLA - "SSO AFRICOM".

3)  FAX (For Collateral Security Clearance Information Only - NO SCI) DSN

(314) 421-4904.

B.  The AFRICOM SSO POC is:

YN1 (SW) Christopher Froemming, USN

AFRICOM Special Security Office (SSO) - IKD Personnel Security

DSN (314) 421-4222

COM 011-49-711-729-4222 (FM CONUS)

COM 0049-711-729-4222 (FM EUROPE - OUTSIDE GERMANY)

COM 0711-729-4222 (IN GERMANY)

NIPR christopher.froemming@africom.mil

SIPR cristopher.froemming@africom.smil.mil

C.  Personnel visiting AFRICOM facilities must report to the AFRICOM Command

Security Office, RM 114, BLDG 3306, Kelly Barracks, Stuttgart-Moehringen,

GE., DSN (314) 421-4222, MON-FRI, 0800-1100 & 1300-1600 HRS, and obtain an

AFRICOM Visitor's Badge (EUCOM VISITOR'S BADGES ARE NO LONGER ACCEPTED IN

AFRICOM FACILITIES).

D.  Once the visit is completed, the AFRICOM Visitor's Badge must be

returned to the AFRICOM Command Security Office. 

23.  The attached sample Foreign Clearance Request Message (Also known as Theater Clearance Message), is an operational requirement for anyone traveling to the European Theater, not to be confused with the security requirement to provide the visitor(s) security clearance information.  

NOTE: In some cases a Country Clearance Message is required in addition to a Theater Clearance Message (Foreign Clearance Request Message).

24.  Ensure you have DISA-Europe’s approval of your travel prior to sending a Country Clearance Message/Theater Clearance Message.  

25.  Visitors must comply with the requirements of the DOD Directive Foreign Clearance Guide (FCG) 4500.54-G at www.fcg.pentagon.smil.mil when traveling from CONUS/Other areas outside the US EUCOM Theater AOR to the US EUCOM Theater AOR (Country Clearance & Theater Clearance requirements are specified in the FCG).   

26.  The DISA Office in CONUS/Outside the EUCOM AOR sending or sponsoring the visitor(s) is responsible for sending the visitor(s)’ Foreign Clearance Request Message (Country Clearance Message and Theater Clearance Message) via DMS/AMHS to the following addressees, PROIR to the visitor(s) arriving in the EUCOM AOR, in accordance with the requirements of the DOD Directive Foreign Clearance Guide (FCG) 4500.54-G at www.fcg.pentagon.smil.mil and EUCOM Directive Number 5-4 dated 23 Feb 94 at www.EUCOM.smil.mil under J1/Publications/Theater Clearance:   

A.  EUCOM J1 DIRECTORATE (MC) 

B.  EUCOM J4 DIRECTORATE (MC)
C.  EUCOM J4-ID INTERNATIONAL DIV (MC)
D.  ANY OTHER COMMANDS VISITED IN THE US EUCOM AOR (MARFOREUR, NAVEUR, USAFE, USAREUR, SOCEUR, 5TH SIGNAL COMMAND, Other) 

D.  ANY OTHER COMMANDS VISITED OUTSIDE THE US EUCOM AOR (AFRICOM, CENTCOM, Other) 

E.  DISA CMDR EUR (uc) 

F.  Cc to DISA DEP CMDR EUR (uc) 

G.  Cc to DISA Cmd Spt EUR (uc) 

H.  Cc to DISA NATO Field Office EUR (uc) 

27.  If the sending/sponsoring DISA Office in CONUS/Outside the EUCOM AOR does not have a DMS/AMHS account, it may send the Foreign Clearance Request Message via APACS in accordance with the requirements of the DOD Directive Foreign Clearance Guide (FCG) 4500.54-G at www.fcg.pentagon.smil.mil when traveling from CONUS to the US EUCOM Theater AOR (Country Clearance & Theater Clearance requirements are specified in the FCG).   

28.  For contractors based outside of Germany, IAW Article 53, Supplementary Agreement to NATO SOFA; 10 USC 3012, in order for anybody to work in Germany, they must have either a work permit or a waiver for a work permit.  Most U.S. contractors have a waiver for a work permit; those who are permanently assigned to DISA EUROPE obtain a waiver for a work permit via the Technical Expert Status Agreement (TESA) process.  Those contractors based in the U.S, or outside of Germany, that come to the European theater to work for 90 days or less have to obtain a waiver for a German work permit.  This is done by submitting a "Request for Confirmation of Exemption from the Requirement to obtain a Work Permit" (German Faxback form attached).  An explanation of the required information is in the attached form.  This is a document that the German government requires (stamped and signed by the Regionaldirektion Baden-Württemberg (RD BW) in Stuttgart), it is not a DISA EUROPE requirement.....we just help facilitate the completion and approval of this form.  The German form asks for the Social Security Number of each applicant...we have been successful at having them agree to accept the applicant's passport number (which is also needed on the AE Form 190-16A along with the expiration date of passport).

29.  Contractors based outside of Germany, must also request an installation pass to access US Military Installations in the EUCOM AOR by submitting an AE Form 190-16A requesting an Installation Pass to the Installation Access Control & Security (IACS) office of the installation visited (See attached AE Form 190-16A).  The IACS office will not provide an installation pass without the "Request for Confirmation of Exemption from the Requirement to obtain a Work Permit" (German Faxback form), stamped and signed by the Regionaldirektion Baden-Württemberg (RD BW) in Stuttgart. The applicant's passport number is needed on the AE Form 190-16A, along with the expiration date of passport.
30.  Please send the visit forms as attachments via email to the DISA-EUROPE Visit request Email address or fax them to the fax numbers provided below.

31.  PLEASE NOTE:  INCOMPLETE OR NON-SPECIFIC VISIT NOTIFICATIONS WILL BE DISAPPROVED.

32.  The POC regarding these instructions is the undersigned (Email address: raul.lara-bajandas@disa.mil or disa-eurvisitrequest@disa.mil ).

PREPARED BY: 

RAUL F. LARA-BAJANDAS

SECURITY MANAGER

DISA-EUROPE

DSN (314) 434-5186/5499

COM 011-49-711-68639-5186/5499

DSN FAX (314) 434-5780

COM FAX 011-49-711-68639-5780 
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